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In my previous role as a chief audit executive (CAE), I noted a need for guidance on IT management and control written specifically for executives. So one of my first acts as president of The IIA was to initiate a project to produce this IT Controls guide. This guide is for the executive, not the technical staff — although it will help those personnel better relate to management and governance perspectives.

The purpose of this document is to explain IT controls and audit practice in a format that allows CAEs to understand and communicate the need for strong IT controls. It is organized to enable the reader to move through the framework for assessing IT controls and to address specific topics based on need. This document provides an overview of the key components of IT control assessment with an emphasis on the roles and responsibilities of key constituents within the organization who can drive governance of IT resources. You may already be familiar with some aspects of this document, while other segments will provide new perspectives on how to approach this key audit strategy. It is our hope that the components can be used to educate others about what IT controls are and why management and internal auditing must ensure proper attention is paid to this fundamental methodology for good governance.

Although technology provides opportunities for growth and development, it also provides the means and tools for threats such as disruption, deception, theft, and fraud. Outside attackers threaten our organizations, yet trusted insiders are a far greater threat. Fortunately, technology can also provide protection from threats, as you will see in this guide. Executives should know the right questions to ask and what the answers mean. For example:

• Why should I understand IT controls? One word: Assurance. Executives play a key role in assuring information reliability. Assurance comes primarily from an interdependent set of business controls, plus the evidence that controls are continuous and sufficient. Management and governance must weigh the evidence provided by controls and audits and conclude that it provides reasonable assurance. This guide will help you understand the evidence.

• What is to be protected? Let’s start with trust. Trust enables business and efficiency. Controls provide the basis for trust, although they are often unseen. Technology provides the foundation for many — perhaps most — business controls. Reliability of financial information and processes — now mandated for many companies — is all about trust.

• Where are IT controls applied? Everywhere. IT includes technology components, processes, people, organization, and architecture — collectively known as infrastructure — as well as the information itself. Many of the infrastructure controls are technical, and IT supplies the tools for many business controls.

• Who is responsible? Everybody. But you must specify control ownership and responsibilities, otherwise no one is responsible. This guide addresses specific responsibilities for IT controls.

• When do we assess IT controls? Always. IT is a rapidly changing environment, fueling business change. New risks emerge at a rapid pace. Controls must present continuous evidence of their effectiveness, and that evidence must be assessed and evaluated constantly.

• How much control is enough? You must decide. Controls are not the objective; controls exist to help meet business objectives. Controls are a cost of doing business and can be expensive — but not nearly as expensive as the probable consequences of inadequate controls.

IT controls are essential to protect assets, customers, and partners, and sensitive information; demonstrate safe, efficient, and ethical behavior; and preserve brand, reputation, and trust. In today’s global market and regulatory environment, these are all too easy to lose.

Use this guide as a foundation to assess or build your organization’s framework and audit practices for IT business control, compliance, and assurance. Use it to help make sense of the conflicting advice you receive. Make sure all the elements are in place to meet the challenges of constant change, increasing complexity, rapidly evolving threats, and the need to improve efficiency constantly.

The IIA produced this guide, but it is truly a team effort. The principal writers are Charles H. Le Grand, of CHL Global, and Alan S. Oliphant, FIIA, MIIA, QiCA, of Mair International. We owe a great debt of gratitude to our partners, IIA international affiliates, and members of the Global Technology Audit Guide (GTAG) team. We are grateful for their support and encouragement. This guide is a testimony to what The IIA does best: “Progress Through Sharing.”

Sincerely,

David A. Richards, CIA, CPA
President, The Institute of Internal Auditors, Inc.
GTAG Information Technology Controls describes the knowledge needed by members of governing bodies, executives, IT professionals, and internal auditors to address technology control issues and their impact on business. Other professionals may find the guidance useful and relevant. The guide provides information on available frameworks for assessing IT controls and describes how to establish the right framework for an organization. Moreover, it sets the stage for future GTAGs that will cover specific IT topics and associated business roles and responsibilities in greater detail.

The objectives of the IT Controls guide are to:
- Explain IT controls from an executive perspective.
- Explain the importance of IT controls within the overall system of internal controls.
- Describe the organizational roles and responsibilities for ensuring IT controls are addressed adequately within the overall system of internal controls.
- Describe the concepts of risk inherent in the use and management of technology by any organization.
- Describe the basic knowledge and understanding of IT controls needed by the CAE to ensure effective internal audit assessments of IT controls.
- Describe the relevant elements of the IT controls assessment process as provided by the internal audit function.

2.1 Introduction to IT Controls
IT controls do not exist in isolation. They form an interdependent continuum of protection, but they may also be subject to compromise due to a weak link. They are subject to error and management override, may range from simple to highly technical, and may exist in a dynamic environment.

IT controls have two significant elements: the automation of business controls and control of IT. Thus, IT controls support business management and governance as well as provide general and technical controls over IT infrastructures.

The internal auditor’s role in IT controls begins with a sound conceptual understanding and culminates in providing the results of risk and control assessments. Internal auditing involves significant interaction with the people in positions of responsibility for controls and requires continuous learning and reassessment as new technologies emerge and the organization’s opportunities, uses, dependencies, strategies, risks, and requirements change.

2.2 Understanding IT Controls
IT controls provide for assurance related to the reliability of information and information services. IT controls help mitigate the risks associated with an organization’s use of technology. They range from corporate policies to their physical implementation within coded instructions; from physical access protection through the ability to trace actions and transactions to responsible individuals; and from automatic edits to reasonability analysis for large bodies of data.

You don’t need to “everything” about IT controls, but remember two key control concepts:

- Assurance must be provided by the IT controls within the system of internal controls. This assurance must be continuous and provide a reliable and continuous trail of evidence.
- The auditor’s assurance is an independent and objective assessment of the first assurance. Auditor assurance is based on understanding, examining, and assessing the key controls related to the risks they manage, and performing sufficient testing to ensure the controls are designed appropriately and functioning effectively and continuously.

Many frameworks exist for categorizing IT controls and their objectives. This guide recommends that each organization use the applicable components of existing frameworks to categorize and assess IT controls, and to provide and document its own framework for:

- Compliance with applicable regulations and legislation.
- Consistency with the organization’s goals and objectives.
- Reliable evidence (reasonable assurance) that activities comply with management’s governance policies and are consistent with the organization’s risk appetite.

2.3 Importance of IT Controls
Many issues drive the need for IT controls, ranging from the need to control costs and remain competitive through the need for compliance with internal and external governance. IT controls promote reliability and efficiency and allow the organization to adapt to changing risk environments. Any control that mitigates or detects fraud or cyber attacks enhances the organization’s resiliency because it helps the organization uncover the risk and manage its impact. Resiliency is a result of a strong system of internal controls because a well-controlled organization has the ability to manage challenges or disruptions seamlessly.

Key indicators of effective IT controls include:

- The ability to execute and plan new work such as IT infrastructure upgrades required to support new products and services.
- Development projects that are delivered on time and within budget, resulting in cost-effective and better product and service offerings compared to competitors.
- Ability to allocate resources predictably.
- Consistent availability and reliability of information and IT services across the organization and for customers, business partners, and other external interfaces.
- Clear communication to management of key indicators of effective controls.
- The ability to protect against new vulnerabilities and...
threats and to recover from any disruption of IT services quickly and efficiently.

- The efficient use of a customer support center or help desk.
- Heightened security awareness on the part of the users and a security-conscious culture throughout the organization.

2.4 IT Roles and Responsibilities
Many different roles have emerged in recent years for positions within the organization with IT control responsibilities and ownership. Each position within the governance, management, operational, and technical levels should have a clear description of its roles, responsibilities, and ownership for IT controls to ensure accountability for specific issues. This section addresses the various IT control roles and responsibilities within the organization and allocates them to specific positions within a hypothetical organizational structure.

2.5 Analyzing Risk
IT controls are selected and implemented on the basis of the risks they are designed to manage. As risks are identified, suitable risk responses are determined, ranging from doing nothing and accepting the risk as a cost of doing business to applying a wide range of specific controls, including insurance. This section explains the concepts of when to apply IT controls.

2.6 Monitoring and Techniques
The implementation of a formal control framework facilitates the process of identifying and assessing the IT controls necessary to address specific risks. A control framework is a structured way of categorizing controls to ensure the whole spectrum of control is covered adequately. The framework can be informal or formal. A formal approach will more readily satisfy the various regulatory or statutory requirements for organizations subject to them. The process of choosing or constructing a control framework should involve all positions in the organization with direct responsibility for controls. The control framework should apply to, and be used by, the whole organization — not just internal auditing.

2.7 IT Control Assessment
Assessing IT controls is a continuous process. Business processes are changing constantly as technology continues to evolve. Threats emerge as new vulnerabilities are discovered. Audit methods improve as auditors adopt an approach where IT control issues in support of the business objectives are near the top of the agenda.

Management provides IT control metrics and reporting. Auditors attest to their validity and opine on their value. The auditor should liaise with management at all levels and with the audit committee to agree on the validity and effectiveness of the metrics and assurances for reporting.
IT is an integral part of all processes that enable businesses and governments to accomplish their missions and objectives. IT facilitates local and global communications and fosters international business cooperation. IT controls have two significant components: automation of business controls and control of IT. They support business management and governance, and they provide general and technical controls over the policies, processes, systems, and people that comprise IT infrastructures.

IT controls do not exist in isolation. They form an interdependent continuum of protection, but they also may be subject to compromise due to a “weak link.” They are subject to error and management override, may range from simple to highly technical, and may exist in a dynamic environment. IT controls support the concept of “defense in depth,” so a single weakness does not always result in a single point of failure.

Controls exist to protect stakeholder interests:
- The owner’s equity.
- Customer concerns, such as privacy and identity.
- Employees’ jobs and abilities to prove they did the right thing.
- Management’s comfort with the assurance provided by automated processes.

IT control assurance addresses the ability of controls to protect the organization against the most important threats and provides evidence that remaining risks are unlikely to harm the organization and its stakeholders significantly. These controls also are essential for assuring the reliability of financial processes and reporting.

They are all connected.

When a security administrator selects the settings in a firewall configuration file (a technical task requiring specific skills and knowledge), he or she implements a policy (which may or may not be documented elsewhere) that, when deployed, determines the messages that will or will not be allowed into or out of the communications network, and establishes the “ports” through which they may travel.

Your organization gets an element of protection from its firewalls that is vital to the protection of information and the infrastructures where that information is collected, processed, stored, and communicated.
When CAEs review and assess the controls over IT, they should ask:

- What do we mean by IT controls?
- Why do we need IT controls?
- Who is responsible for IT controls?
- When is it appropriate to apply IT controls?
- Where exactly are IT controls applied?
- How do we perform IT control assessments?

The audit process provides a formal structure for addressing IT controls within the overall system of internal controls. Figure 1, *The Structure of IT Auditing*, below, divides the assessment into a logical series of steps.

The internal auditor’s role in IT controls begins with a sound conceptual understanding and culminates in providing the results of risk and control assessments. Internal auditors interact with the people responsible for controls and must pursue continuous learning and reassessment as new technologies emerge and the organization’s opportunities, uses, dependencies, strategies, risks, and requirements change.

---

**“I keep six honest serving-men (They taught me all I knew); Their names are What and Why and When and How and Where and Who”**

— Rudyard Kipling, from “Elephant’s Child” in *Just So Stories.*

---

<table>
<thead>
<tr>
<th>Assessing IT Controls</th>
<th>Governance, Management, Technical</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>General / Application</td>
</tr>
<tr>
<td></td>
<td>Preventive, Detective, Corrective</td>
</tr>
<tr>
<td></td>
<td>Information Security</td>
</tr>
<tr>
<td></td>
<td>Reliability and Effectiveness</td>
</tr>
<tr>
<td></td>
<td>Competitive Advantage</td>
</tr>
<tr>
<td></td>
<td>Legislation and Regulation</td>
</tr>
<tr>
<td><strong>Understanding IT Controls</strong></td>
<td>Governance</td>
</tr>
<tr>
<td></td>
<td>Management</td>
</tr>
<tr>
<td></td>
<td>Audit</td>
</tr>
<tr>
<td></td>
<td>Risk Analysis</td>
</tr>
<tr>
<td></td>
<td>Risk Response</td>
</tr>
<tr>
<td></td>
<td>Baseline Controls</td>
</tr>
<tr>
<td><strong>Important of IT Controls</strong></td>
<td>Control Framework</td>
</tr>
<tr>
<td></td>
<td>Frequency</td>
</tr>
<tr>
<td></td>
<td>Methodologies</td>
</tr>
<tr>
<td></td>
<td>Audit Committee Interface</td>
</tr>
</tbody>
</table>

*Figure 1 - The Structure of IT Auditing*
COSO\(^1\) defines internal control as: “A process, effected by an organization’s board of directors, management, and other personnel, designed to provide reasonable assurance regarding the achievement of objectives in the following categories:

- Effectiveness and efficiency of operations.
- Reliability of financial reporting.
- Compliance with applicable laws and regulations.”

IT controls encompass those processes that provide assurance for information and information services and help mitigate the risks associated with an organization’s use of technology. These controls range from written corporate policies to their implementation within coded instructions; from physical access protection to the ability to trace actions and transactions to the individuals who are responsible for them; and from automatic edits to reasonability analysis for large bodies of data.

### 5.1 Control Classifications

Controls may be classified to help understand their purposes and where they fit into the overall system of internal controls (See Figure 3, Some Control Classifications, page 4). By understanding these classifications, the control analyst and auditor are better able to establish their positions in the control framework and answer key questions such as: Are the detective controls adequate to identify errors that may get past the preventive controls? Are corrective controls sufficient to fix the errors once detected? A common classification of IT controls is general versus application.

**General controls** (also known as infrastructure controls) apply to all systems components, processes, and data for a given organization or systems environment. General controls include, but are not limited to: information security policy, administration, access, and authentication; separation of key IT functions; management of systems acquisition and implementation; change management; backup; recovery; and business continuity.

**Application controls** pertain to the scope of individual business processes or application systems. They include such controls as data edits, separation of business functions (e.g., transaction initiation versus authorization), balancing of processing totals, transaction logging, and error reporting.

The function of a control is highly relevant to the assessment of its design and effectiveness. Controls may be classified as preventive, detective, or corrective.

**Preventive controls** prevent errors, omissions, or security incidents from occurring. Examples include simple data-entry edits that block alphabetic characters from being entered into numeric fields, access controls that protect sensitive data or system resources from unauthorized people, and complex and dynamic technical controls such as antivirus software, firewalls, and intrusion prevention systems.

---

\(^1\) COSO – Committee of Sponsoring Organizations for the Commission on Fraudulent Financial Reporting (The Committee of Sponsoring Organizations of the Treadway Commission). See [www.coso.org](http://www.coso.org).

---

It is not necessary to know “everything” about IT controls.

Do not be concerned if you do not understand the full continuum or all the technical intricacies of IT controls. Many of these controls are the domain of specialists who manage specific risks associated with individual components of the systems and network infrastructure. In keeping with good separation of duties practices, some people who have specialized knowledge in a technology, such as database management, may know little about network components or communication protocols, and vice versa.

There are two key control concepts to remember:

1. **Assurance must be provided by the IT controls within the whole system of internal control and must be continuous and produce a reliable and continuous trail of evidence.**

2. **The auditor’s assurance is an independent and objective assessment of the first assurance. It is based on understanding, examining, and assessing the key controls related to the risks the auditors manage, as well as performing sufficient tests to ensure the controls are designed appropriately and function effectively.**
Detective controls detect errors or incidents that elude preventive controls. For example, a detective control may identify account numbers of inactive accounts or accounts that have been flagged for monitoring of suspicious activities. Detective controls can also include monitoring and analysis to uncover activities or events that exceed authorized limits or violate known patterns in data that may indicate improper manipulation. For sensitive electronic communications, detective controls can indicate that a message has been corrupted or the sender’s secure identification cannot be authenticated.

Corrective controls correct errors, omissions, or incidents once they have been detected. They vary from simple correction of data-entry errors, to identifying and removing unauthorized users or software from systems or networks, to recovery from incidents, disruptions, or disasters.

Generally, it is most efficient to prevent errors or detect them as close as possible to their source to simplify correction. These corrective processes also should be subject to preventive and detective controls, because they represent another opportunity for errors, omissions, or falsification.

Many other control classifications described in this guide may be useful in assessing their effectiveness. For example, automated controls tend to be more reliable than manual controls, and nondiscretionary controls are more likely to be applied consistently than discretionary controls. Other control classifications include mandatory, voluntary, complementary, compensating, redundant, continuous, on-demand, and event-driven.

5.2 Governance, Management, Technical

Another common classification of controls is by the group responsible for ensuring they are implemented and maintained properly. For the purpose of assessing roles and responsibilities, this guide primarily categorizes IT controls as governance, management, and technical. Information security program elements for these three categories are described in Appendix A (page 25). The first two levels — governance and management — are the most applicable to the scope of this guide, although it may also be useful to understand how higher-level controls specifically are established within the technical IT infrastructures. Technical controls will be the subject of more topic-specific GTAGs.

5.2.1 Governance Controls

The primary responsibility for internal control resides with the board of directors in its role as keeper of the governance framework. IT control at the governance level involves ensuring that effective information management and security principles, policies, and processes are in place and performance and compliance metrics demonstrate ongoing support for that framework.

Governance controls are those mandated by, and controlled by, either the entire board of directors or a board committee in conjunction with the organization’s executive management. These controls are linked with the concepts of corporate governance, which are driven both by organizational goals and strategies and by outside bodies such as regulators.

An important distinction between governance and management controls is the concept of “noses in, fingers out.” The board’s responsibility involves oversight rather than actually performing control activities. For example, the audit committee of the board does no auditing, but it does oversee both the internal and external auditing of the organization.

5.2.2 Management Controls

Management responsibility for internal controls typically involves reaching into all areas of the organization with special attention to critical assets, sensitive information, and operational functions. Consequently, close collaboration among board members and executive managers is essential. Management must make sure the IT controls needed to achieve the organization’s established objectives are applied and ensure reliable and continuous processing. These controls are deployed as a result of deliberate actions by management to:

- Recognize risks to the organization, its processes, and assets.
- Enact mechanisms and processes to mitigate and manage risks (protect, monitor, and measure results).

5.2.3 Technical Controls

Technical controls form the foundation that ensures the reliability of virtually every other control in the organization. For example, by protecting against unauthorized access and intrusion, they provide the basis for reliance on the integrity of information — including evidence of all changes and their authenticity. These controls are specific to the
The ability to automate technical controls that implement and demonstrate compliance with management’s intended information-based policies is a powerful resource to the organization.

5.3 IT Controls – What to Expect

Individual control mechanisms a CAE can expect to find within the organization can be defined within the hierarchy of IT controls, from the overall high-level policy statements issued by management and endorsed by the board of directors, down to the specific control mechanisms incorporated into application systems.

The hierarchy in Figure 4, IT Controls, this page, represents a logical “top-down” approach, both when considering controls to implement and when determining areas on which to focus audit resources during reviews of the entire IT operating environment. The different elements of the hierarchy are not mutually exclusive; they are all connected and can intermingle. Many of the control types within the elements are described below.

5.3.1 Policies

All organizations need to define their aims and objectives through strategic plans and policy statements. Without clear statements of policy and standards for direction, organizations can become disoriented and perform ineffectively. Organizations with clearly defined aims and objectives tend to be successful.

Because technology is vital to the operations of most organizations, clear policy statements regarding all aspects of IT should be devised and approved by management, endorsed by the board of directors, and communicated to all staff. Many different policy statements can be required, depending on the organization’s size and the extent to which it deploys IT. For smaller organizations, a single policy statement may be sufficient, provided it covers all the relevant areas. Larger organizations that implement IT extensively will require more detailed and specific policies.

IT policy statements include, but are not restricted to:

- A general policy on the level of security and privacy throughout the organization. This policy should be consistent with all relevant national and international legislation and should specify the level of control and security required depending on the sensitivity of the system and data processed.

- A statement on the classification of information and the rights of access at each level. The policy should also define any limitations on the use of this information by those approved for access.

- A definition of the concepts of data and systems ownership, as well as the authority necessary to originate, modify, or delete information. Without these guidelines, it is often difficult to coordinate change within large organizations, because there may not be anyone designated to have overall responsibility for the data or systems.

- A general policy that defines the extent to which users can deploy intelligent workstations to create their own applications.

- Personnel policies that define and enforce conditions for staff in sensitive areas. This includes the positive vetting of new staff prior to joining the organization, carrying out annual credit checks, and having employees sign agreements accepting responsibility for the required levels of control, security, and confidentiality. This policy would also detail related disciplinary procedures.

- Definitions of overall business continuity planning requirements. These policies should ensure that all aspects of the business are considered in the event of
a disruption or disaster — not just the IT elements.

A good source of IT and security policies is the SANS Security Policy Resource page [http://www.sans.org/resources/policies/#intro], a consensus research project of the SANS Institute community. The project offers free resources for rapid development and implementation of information security policies, including policy templates for 24 important security requirements. Although the templates were compiled to help the people attending SANS training programs, SANS makes them available to the world because Internet security depends on vigilance by all participants.

5.3.2 Standards

Standards exist to support the requirements of policies. They are intended to define ways of working that achieve the required objectives of the organization. Adopting and enforcing standards also promotes efficiency because staff are not required to reinvent the wheel every time a new business application is built or a new network is installed. Standards also enable the organization to maintain the whole IT operating environment more efficiently.

Large organizations with significant resources are in a position to devise their own standards. On the other hand, smaller organizations rarely have sufficient resources for this exercise. There are many sources of information on standards and best practice, some of which are listed in Appendix I (See page 45). As a guideline, the CAE should expect to see standards adopted for:

- **Systems Development Processes** – When organizations develop their own applications, standards apply to the processes for designing, developing, testing, implementing, and maintaining systems and programs. If organizations outsource application development or acquire systems from vendors, the CAE should ascertain that agreements require the providers to apply standards consistent with the organization’s standards, or acceptable to the organization.

- **Systems Software Configuration** – Because systems software provides a large element of control in the IT environment, standards related to secure system configurations, such as the CIS Benchmarks from the Center for Internet Security, are beginning to gain wide acceptance by leading organizations and technology providers. The way products such as operating systems, networking software, and database management systems are configured can either enhance security or create weaknesses that can be exploited.

- **Application Controls** – All applications which support business activities need to be controlled. Standards are necessary for all applications the organization develops or purchases that define the types of controls that must be present across the whole range of business activities, as well as the specific controls that should apply to sensitive processes and information.

- **Data Structures** – Having consistent data definitions across the full range of applications ensures disparate systems can access data seamlessly and security controls for private and other sensitive data can be applied uniformly.

- **Documentation** – Standards should specify the minimum level of documentation required for each application system or IT installation, as well as for different classes of applications, processes, and processing centers.

As with policies, standards should be approved by management, should be written in clear and understandable language, and should be made available to all who implement them.

5.3.3 Organization and Management

Organization and management plays a major role in the whole system of IT control, as it does with every aspect of an organization’s operations. An appropriate organization structure allows lines of reporting and responsibility to be defined and effective control systems to be implemented.

5.3.3.1 Separation of Duties

Separation of duties is a vital element of many controls. An organization’s structure should not allow responsibility for all aspects of processing data to rest upon one individual or department. The functions of initiating, authorizing, inputting, processing, and checking data should be separated to ensure no individual can both create an error, omission, or other irregularity and authorize it and/or obscure the evidence. Separation-of-duties controls for application systems are provided by granting access privileges only in accordance with job requirements for processing functions and accessing sensitive information.

Traditional separation of duties within the IT environment is divided between systems development and operations. Operations should be responsible for running production systems — except for change deployment — and should have little or no contact with the development process. This control includes restrictions preventing operators from accessing or modifying production programs, systems, or data. Similarly, systems development personnel should have little contact with production systems. By assigning specific roles during implementation and other change processes to both the personnel responsible for applying systems and those responsible for operations, appropriate separation of duties can be enforced. In large organizations, many other functions should be considered to ensure appropriate separation of duties, and these controls can be quite detailed. For example, privileged accounts, such as the Administrator group in Windows and Super User in UNIX, can modify log entries, access any file, and in many cases act as any user or role. It is important to restrict the number of individuals with this privilege to a minimum.
Software tools are also available and should be considered to limit the power and monitor the activities of individuals with privileged accounts.

5.3.3.2 Financial Controls
Because organizations make considerable investments in IT, budgetary and other financial controls are necessary to ensure the technology yields the protected return on investment or proposed savings. Management processes should be in place to collect, analyze, and report information related to these issues. Unfortunately, new IT developments often suffer massive cost over-runs and fail to deliver the expected cost savings because of insufficient planning. Budgetary controls can help identify potential failing early in the process and allow management to take positive action. They may also produce historical data that organizations can use in future projects.

5.3.3.3 Change Management
Change management processes can be specified under organizational and management control elements. These processes should ensure that changes to the IT environment, systems software, application systems, and data are applied in a manner that enforces appropriate division of duties; makes sure changes work as required; prevents changes from being exploited for fraudulent purposes; and reveals the true costs of inefficiencies and system outages that can be obscured by ineffective monitoring and reporting processes. Change management is one of the most sensitive areas of IT controls and can seriously impact system and service availability if not administered effectively. The IT Process Institute has published research demonstrating that effective IT change management can bring significant benefits organizations.

5.3.3.4 Other Management Controls
Other typical management controls include vetting procedures for new staff, performance measurement, provision of specialist training for IT staff, and disciplinary procedures. These are listed in the Information Security Program Elements in Appendix A and will be covered in greater detail in other GTAG publications.

5.3.4 Physical and Environmental Controls
IT equipment represents a considerable investment for many organizations. It must be protected from accidental or deliberate damage or loss. Physical and environmental controls, originally developed for large data centers that house mainframe computers, are equally important in the modern world of distributed client-server and Web-based systems. Although the equipment commonly used today is designed for ease of use in a normal office environment, its value to the business and the cost and sensitivity of applications running business processes can be significant. All equipment must be protected, including the servers and workstations that allow staff access to the applications.

Some typical physical and environmental controls include:
- Locating servers in locked rooms to which access is restricted.
- Restricting server access to specific individuals.
- Providing fire detection and suppression equipment.
- Housing sensitive equipment, applications, and data away from environmental hazards such as low-lying flood plains or flammable liquid stores.

When considering physical and environmental security, it is also appropriate to consider contingency planning — also known as disaster recovery planning — which includes response to security incidents. What will the organization do if there is a fire or flood, or if any other threat manifests itself? How will the organization restore the business and related IT facilities and services to ensure normal processing continues with minimum effect on regular operations? This type of planning goes beyond merely providing for alternative IT processing power to be available and routine backup of production data; it must consider the logistics and coordination needed for the full scope of business activity. Finally, history consistently demonstrates that a disaster recovery plan that has not been tested successfully in a realistic simulation is not reliable.

5.3.5 Systems Software Controls
Systems software products enable the IT equipment to be used by the application systems and users. These products include operating systems such as Windows, UNIX, and Linux; network and communications software; firewalls; antivirus products; and database management systems (DBMS) such as Oracle and DB2.

Systems software can be highly complex and can apply to components and appliances within the systems and network environment. It may be configured to accommodate highly specialized needs and normally requires a high degree of specialization to maintain it securely. Configuration techniques can control logical access to the applications, although some application systems contain their own access controls, and may provide an opening for hackers to use to break into a system. Configuration techniques also provide the means to enforce division of duties, generate specialized audit trails, and apply data integrity controls through access control lists, filters, and activity logs.

IT audit specialists are required to assess controls in this area. Small organizations are unlikely to have the resources to employ such specialists and should consider outsourcing the work. Whether IT auditors are employed or outsourced, they require a highly specific set of knowledge. Much of this knowledge can come from experience, but such knowledge must be updated constantly to remain current and useful. Certification confirms that a technical specialist has acquired a specified set of knowledge and experience and has passed a related examination. In the IT audit world, global certificates include the Qualification in Computer Auditing (QICA), from IIA—United Kingdom and Ireland; Certified Information Systems Auditor (CISA), available through the
Information Systems Audit and Control Association (ISACA); and Global Information Assurance Certification (GIAC) Systems & Network Auditor (GSNA), from the SANS Institute’s GIAC program. Additional certifications address general and specialized competence in information security, network administration, and other areas closely related to IT auditing and are useful for identifying an IT auditor’s potential ability.

Some key technical controls the CAE should expect to find in a well-managed IT environment include:

- Access rights allocated and controlled according to the organization’s stated policy.
- Division of duties enforced through systems software and other configuration controls.
- Intrusion and vulnerability assessment, prevention, and detection in place and continuously monitored.
- Intrusion testing performed on a regular basis.
- Encryption services applied where confidentiality is a stated requirement.
- Change management processes — including patch management — in place to ensure a tightly controlled process for applying all changes and patches to software, systems, network components, and data.

5.3.6 Systems Development and Acquisition Controls

Organizations rarely adopt a single methodology for all systems development projects. Methodologies are chosen to suit the particular circumstances of each project. The IT auditor should assess whether or not the organization develops or acquires application systems using a controlled method that subsequently provides effective controls over and within the applications and data they process. All computer application systems should perform only those functions the user requires in an efficient way. By examining application development procedures, the auditor can gain assurance that applications work in a controlled manner.

Some basic control issues should be evident in all systems development and acquisition work:

- User requirements should be documented, and their achievement should be measured.
- Systems design should follow a formal process to ensure that user requirements and controls are designed into the system.
- Systems development should be conducted in a structured manner to ensure that requirements and design features are incorporated into the finished product.
- Testing should ensure that individual system elements work as required, system interfaces operate as expected, users are involved in the testing process, and the intended functionality has been provided.
- Application maintenance processes should ensure that changes in application systems follow a consistent pattern of control. Change management should be subject to structured assurance validation processes.

Where systems development is outsourced, the outsourcer or provider contracts should require similar controls.

Project management techniques and controls need to be part of the development process, whether developments are performed in-house or are outsourced. Management should know projects are on time and within budget and that resources are used efficiently. Reporting processes should ensure that management completely understands the current status of development projects and does not receive any surprises when the end product is delivered.

5.3.7 Application-based Controls

The objective of internal controls over application systems is to ensure that:

- All input data is accurate, complete, authorized, and correct.
- All data is processed as intended.
- All data stored is accurate and complete.
- All output is accurate and complete.
- A record is maintained to track the process of data from input to storage, and to the eventual output.

Reviewing the application controls traditionally has been the “bread and butter” of the IT auditor. However, because application controls now represent a huge percentage of business controls, they should be the priority of every internal auditor. All internal auditors need to be able to evaluate a business process and understand and assess the controls provided by automated processes.

There are several types of generic controls that the CAE should expect to see in any application:

- Input Controls – These controls are used mainly to check the integrity of data entered into a business application, whether the source is input directly by staff, remotely by a business partner, or through a Web-enabled application. Input is checked to ensure that it remains within specified parameters.
- Processing Controls – These controls provide automated means to ensure processing is complete, accurate, and authorized.
- Output Controls – These controls address what is done with the data. They should compare results with the intended result and check them against the input.
- Integrity Controls – These controls can monitor data in process and/or in storage to ensure that data remains consistent and correct.
- Management Trail – Processing history controls, often referred to as an audit trail, enable management to track transactions from the source to the ultimate result and to trace backward from results to identify the transactions and events they record. These controls should be adequate to monitor the effectiveness of overall controls and identify errors as close as possible to their sources.
5.4 Information Security

Information security is an integral part of all IT controls. Information security applies to both infrastructure and data and is the foundation for the reliability of most other IT controls. The exceptions are controls relating to the financial aspects of IT (e.g., ROI, budgetary controls) and some project management controls.

The universally accepted elements of information security are:

- **Confidentiality** – Confidential information must only be divulged as appropriate, and must be protected from unauthorized disclosure or interception. Confidentiality includes privacy considerations.

- **Integrity** – Information integrity refers to the state of data as being correct and complete. This specifically includes the reliability of financial processing and reporting.

- **Availability** – Information must be available to the business, its customers, and partners when, where, and in the manner needed. Availability includes the ability to recover from losses, disruption, or corruption of data and IT services, as well as from a major disaster where the information was located.

5.5 IT Controls Framework

IT controls are not automatic. For the more than 50 years organizations have used IT, controls have not always been the default condition of new systems hardware or software. The development and implementation of controls typically lag behind the recognition of vulnerabilities in systems and the threats that exploit such vulnerabilities. Further, IT controls are not defined in any widely recognized standard applicable to all systems or to the organizations that use them.

Many frameworks exist for categorizing IT controls and their objectives. Each organization should use the most applicable components of these frameworks to categorize or assess IT controls and to provide and document its own internal control framework for:

- Compliance with applicable regulations and legislation.
- Consistency with the organization’s goals and objectives.
- Reliable evidence (assurance) that activities are in compliance with management’s governance policies and are consistent with the organization’s risk appetite.

**Risk Appetite**

An organization’s risk appetite defines the degree of risk a company or other organization is willing to accept in pursuit of its goals, as determined by executive management and governance. Risk appetite can specify, for example, whether or not an organization will take an aggressive role in the deployment of new and emerging technologies. An organization’s risk appetite can be affected by its industry and regulatory environment. Closely related to risk appetite is an organization’s risk tolerance, which measures how far it is willing to deviate from its stated measure of risk appetite.
Many issues drive the need for IT controls, including controlling costs and remaining competitive, protecting against information theft by hackers, and complying with legislation and regulation such as the U.S. Sarbanes-Oxley Act of 2002\(^1\), the European Union’s Data Protection Directive, and related legislation in other countries. IT controls promote reliability and efficiency and allow the organization to adapt to changing risk environments. For example, any control that mitigates or detects fraud or cyber attacks enhances the organization’s resiliency by helping the organization uncover the risk and manage its impact. Resiliency is a result of a strong system of internal controls that give an organization the ability to manage disruptions seamlessly.

Legislation and regulations in some countries now require organizations to report on the effectiveness of internal control and, by implication, the effectiveness of IT control. The most prominent new law is Sarbanes-Oxley, which requires all companies with shares that are publicly traded in the United States and their foreign subsidiaries to report on their system of internal controls over financial reporting, performed in conjunction with an audit of financial statements. A list of some of the legislation and regulations applicable to internal controls is provided in Appendix B (See page 24).

The need for controls is further driven by the complexity resulting from the necessity for diverse technical components to work with one another. While flexibility and adaptability of IT are crucial to meeting the changing needs of customers and business partners and responding to competitive pressures, they also add complexity to business and IT infrastructures. In addition, information security has been acknowledged as a key component of internal control with the emergence and widespread acceptance of standards such as the International Organization for Standardization Code of Practice for Information Security Management (ISO 17799).

Organizations that implement effective IT controls experience improvements in efficiencies, reliability of services, flexibility of systems, and availability of assurance evidence — all of which add value and increase stakeholder and regulator confidence in the organization. Some key indicators of effective IT controls include:

- The ability to execute planned, new work such as the IT infrastructure upgrades required to support new products and services.
- Delivery of development projects on time and within budget, resulting in cheaper and better product and service offerings when compared with competitors.
- Ability to allocate resources predictably.
- Consistent availability and reliability of information and IT services across the organization and for customers, business partners, and other external interfaces.
- Clear communication to management of effective controls.
- The ability to protect against new vulnerabilities and threats quickly and efficiently and to recover from any disruption of IT services.
- The efficient use of a customer support center or help desk.
- A security-conscious culture among end users throughout the organization.

Although the internal audit function likely will include specialist IT auditors to address IT issues in detail, the CAE also should understand IT control issues at a high level, particularly their interactions with other IT and non-IT controls. This understanding is particularly important when discussing compliance or control deficiencies with high-level managers such as the chief executive officer (CEO), chief financial officer (CFO), or chief information officer (CIO), and with the various board committees.

The CAE should be able to discuss relevant regulations and legislation with the audit committee, the chief legal counsel, and other relevant individuals and committees. The CAE also should understand how IT controls support reliability and effectiveness and help promote competitive advantage. Moreover, the CAE should thoroughly understand the major issues that drive the need for controls within the organization’s particular sector to ensure they are considered during audit assessments. Without a thorough knowledge and understanding of IT controls, the auditor will be unable to grasp their significance or to assess them adequately as part of the overall review of internal control.

---

Many different roles have emerged in recent years for positions within the organization with responsibilities and ownership of IT controls. Each position at the governance, management, operational, and technical levels should have a clear description of its roles and responsibilities for IT controls to avoid confusion and ensure accountability for specific issues. This section addresses the various IT control roles and responsibilities within the organization and allocates them to specific positions within a hypothetical organizational structure.

There is no universally applicable means of defining the organizational structure for IT control. The CAE should identify where IT control responsibilities lie and assess their appropriateness with regard to separation of duties, as well as any gaps that may exist in assigned responsibilities. Once this is done, the CAE will know whom to approach to discuss specific IT issues and where specific information can be obtained.

Overall, the objectives for the use of IT within any organization are:

- To deliver reliable information efficiently and secure IT services in line with the organization’s strategies, policies, external requirements, and risk appetite.
- To protect stakeholder interests.
- To enable mutually beneficial relationships with customers, business partners, and other outside parties that accomplish business objectives.
- To identify and respond to threats and potential violations of control appropriately.

Specific roles within the organization support these objectives. The position descriptions and titles will differ across different countries, industries, and organizations, and some of the roles may be merged within smaller organizations. However, some individuals within the organization must address the IT control function and interact with the CAE and internal audit staff members.

### 7.1 Board of Directors/Governing Body

One important role of the full board of directors is to determine and approve strategies, set objectives, and ensure that objectives are being met to support the strategies. In relation to IT, this requires:

- Awareness of the key IT topics, such as the IT and information security policies, and the concepts of risk as they relate to IT. An example of board roles in IT oversight is provided in The IIA’s “Information Security Management and Assurance Series” at www.theiia.org/iia/index.cfm?doc_id=2458.
- Understanding of the IT strategy’s infrastructure and components as well as awareness of key system development and acquisition projects and how they support and impact overall corporate strategies, objectives, and short- and long-term budgets.
- Approval of the data classifications structure and the related access rights.

The board will establish various committees based on its relationships with the organization. The most common committees of the board are audit, compensation, and governance, but some boards have additional committees such as a risk management committee or finance committee. These committees may bear different names from those identified below, and their roles may vary. The functions, rather than the names, are important.

#### 7.1.1 Audit Committee

The role of the audit committee encompasses oversight of financial issues, internal control assessment, risk management, and ethics. IT control is a strong element of each of these duties and calls for:

- Understanding of financial management (financial expert role) and the organization’s reliance on IT for financial processing and reporting.
- Ensuring IT topics are included in the committee meeting agenda — especially CIO reporting.
- Ensuring general IT controls and controls in business application systems and processes involved in preparing financial statements are assessed and tested adequately.
- Overseeing the overall assessment of IT controls.
- Reviewing the business and control issues related to new systems development and acquisition.
- Examining internal and external audit plans and work to ensure IT topics are covered adequately.
- Reviewing the results of audit work and monitoring the resolution of issues raised.
- Understanding the IT topics that impact ethics monitoring.

#### 7.1.2 Compensation Committee

The compensation committee has no direct relationship with IT. However, it can improve the board’s oversight of IT by making IT one of the performance elements of any compensation plan it approves.

#### 7.1.3 Governance Committee

The Governance Committee is responsible for board member selection and assessment and for leadership of the board’s operations. In relation to IT, this committee should:

- Ensure that potential and current board members have a suitable IT knowledge or background.
- Assess board committees’ performance in terms of their oversight of IT.
- Review any external regulatory governance assessments in relation to IT topics.
- Ensure that the board reviews IT policies periodically and that board meetings focus on IT with adequate frequency.

#### 7.1.4 Risk Management Committee

The risk management committee is responsible for oversight
of all risk analysis and assessment, risk response, and risk monitoring. Its role includes:

- Assessing the extent to which management has established effective enterprise risk management in the organization.
- Being aware of, and concurring with, the organization’s risk appetite and tolerance.
- Appreciating the impact of IT-related risks.
- Reviewing the organization’s risk portfolio — including IT risks — and considering it against the organization’s risk appetite.
- Being apprised of the most significant IT risks and determining whether or not management’s response to changes in risk and threats is appropriate.
- Monitoring and evaluating all activities performed by management to minimize all known and documented risks.

7.1.5 Finance Committee
The main role of the finance committee is to review financial statements, cash flow projections, and investment management. Members of this committee need to understand the control elements of IT that ensure the accuracy of information used to make key financing decisions and generate financial reports. They also should consider, and ask management to report on, the benefits and costs of maintaining — versus replacing — critical IT systems. Management’s report should consider “soft” efficiency issues, such as gains or losses to productivity based on ease and efficiency of use; the “hard” costs of repairs and upgrades, and the potential for risk due to loss or corruption of data.

7.2 Management
Several specific roles have emerged in large organizations in relation to IT risk and control. As stated previously, small organizations might not allocate an individual for each role, although the function must still be performed. An individual may perform multiple roles, but care must be taken so that allocating these roles does not compromise the need for division of duties where roles are incompatible. Where IT is outsourced, there is still a requirement for organizations to keep many of these roles in-house to provide oversight of the outsourced functions.

7.2.1 Chief Executive Officer
The individual with overall strategic and operational control of the organization must consider IT in most aspects of the role. In particular, the CEO will:

- Define corporate objectives and performance measures in relation to IT.
- Act as custodian over the organization’s critical success factors in relation to IT.
- Understand and approve the short-term and long-range strategy for IT.
- Approve IT resources for the organization, including structure and oversight/monitoring.
- Determine IT issues for periodic management, board, and staff discussion.
- Operate as the highest-level control owner, having ultimate responsibility for the success or failure of controls and for coordinating all other operational managers within their responsibilities framework who act as control owners of their particular areas.

7.2.2 Chief Financial Officer
The CFO has overall responsibility for all financial matters in the organization and should have a strong understanding of the use of IT both to enable financial management and to support corporate objectives. This individual should have an overall understanding of:

- The total cost of ownership for IT initiatives.
- The entity’s IT strategies for remaining technologically competitive.
- The technologies used to implement financial applications.
- The operation of specific financial applications.

---

**IT Controls and Ethics**

As evidenced in the Equity Funding cases in the 1970s to the scandals that continue to emerge today, the use of technology creates significant opportunities to initiate and perpetuate fraud and deception. The authority to override certain controls brings with it the temptation to initiate improper actions. If such improprieties go unnoticed, or are tacitly allowed to continue, they can grow into outright fraud. Therefore, when an organization provides an individual the opportunity to perform actions on behalf of the organization, it has a corresponding responsibility to provide monitoring to detect and correct improper activities quickly. The organization also has a responsibility to identify threats of this sort and to establish safeguards as a preventive measure. The same technology tools that can create the opportunity for fraud can be used to identify activities, or even unusual patterns, in transactions or other data that may indicate evidence of fraud or questionable behavior.
• The limitations and benefits of IT.
• The IT control structure for general controls that apply to all business systems and data as well as controls that are specific to financial applications. The CFO should operate as the highest-level control owner for financial systems and data.

7.2.3 Chief Information Officer
The CIO has overall responsibility for the use of IT within the organization. In relation to IT controls, the CIO should:
• Understand the business requirements that drive the need to implement IT.
• Develop IT partnerships with business management to:
  – Ensure IT strategy is aligned with the business strategy.
  – Ensure compliance.
  – Profit from process-efficiency gains.
  – Mitigate assessed risks.
• Design, implement, and maintain an IT internal control framework.
• Plan, source, and control IT resources.
• Explore, assess, select, and implement technology advances (e.g. wireless communications).
• Provide training for IT personnel to ensure that levels of knowledge and skills remain current.
• Operate as the highest-level data/system custodian and IT control owner.
• Measure the operational performance of IT in support of business objectives by:
  – Setting expectations.
  – Evaluating results.
• Developing all necessary means to verify and acknowledge that IT is providing services and support as expected by its users and final customers such as regulators and external and internal auditors.

7.2.4 Chief Security Officer
The chief security officer (CSO) is responsible for all security across the entire organization, including information security, which may be the responsibility of a chief information security officer as well. The CSO:
• Has responsibility for documenting the enterprise security policy and for ensuring mechanisms have been established to communicate and enforce the policy.
• Has overall responsibility for logical and physical security in the organization and for all external connections to the Internet or other networks.
• Acts as a key link between the compliance, legal, CIO, and audit functions.
• Is at the forefront of implementing key compliance programs affecting IT, such as Sarbanes-Oxley and the European Union (EU) Data Protection Directive.
• Is responsible for business continuity planning, including incident handling and disaster recovery.
• Ensures that security staff provide support for implementing controls at all levels.
• Acts as the key leader for investigating and evaluating new best practices that may be incorporated into the organization.

7.2.5 Chief Information Security Officer (CISO)
Information security is a subset of the overall security role. The CISO:
• Develops and implements the information security policy in coordination with the CSO.
• Controls and coordinates information security resources, ensuring they are allocated adequately to meet the organization’s security objectives.
• Ensures alignment of information security and business objectives.
• Manages operational information risks throughout the organization.
• Oversees security within the IT organization.
• Provides education and awareness on information security issues and new best practices.
• Develops end-user policies for the usage of IT information, in conjunction with the human resources function.
• Coordinates information security work with the chief risk officer (CRO) and CIO.
• Advises the CEO, CRO, CIO, and board on IT risk issues.
• Acts as a key link for the CAE when internal auditing performs IT control-related audits.

7.2.6 Chief Legal Counsel (CLC)
Legal counsel may be an employee or officer of the organization or an external legal adviser. The role involves:
• Understanding and dealing with the liabilities arising out of information disclosures and providing policy-level guidance to help manage risks related thereto.
• Ensuring financial reports and presentations comply with laws and regulations.
• Understanding IT legal issues and advising on legal risks related to IT.
• Managing organizational reputation in relation to legal issues, compliance, and public relations.
• Understanding fraud involving IT.
• Managing IT contractual issues.
• Understanding investigative forensics protocols regarding suspected criminal activity.

7.2.7 Chief Risk Officer
The CRO is concerned with managing risk at all levels of the organization. Because IT risks form a part of this function, the CRO will consider them, with the help of the CISO. This includes:
• Analysis and assessment of IT risk exposures, including information compromises such as loss,
damage, unauthorized disclosure, and interrupted access.

• Assessment of IT events such as interruptions, disasters, and changes.
• Analysis and assessment of business risk as it is affected by IT risk.
• Monitoring, supporting, and acting as a mentor for all IT activities related to minimizing risks.

7.3 Audit

7.3.1 Internal Auditing – CAE and Audit Staff
Internal auditing is an essential part of the corporate governance process, whether or not a specific internal audit group is employed. Internal auditors need a general understanding of IT, but the level of their understanding will vary depending on the category of auditing or audit supervision they perform (IIA Standard 1210.A3). The IIA defines three categories of IT knowledge for internal auditors. Appendix C (See page 28) describes these categories. The internal audit role in relation to IT involves:

- Advising the audit committee and senior management on IT internal control issues.
- Ensuring IT is included in the audit universe and annual plan (selecting topics).
- Ensuring IT risks are considered when assigning resources and priorities to audit activities.
- Defining IT resources needed by the internal audit department, including specialized training of audit staff.
- Ensuring that audit planning considers IT issues for each audit.
- Liaising with audit clients to determine what they want or need to know.
- Performing IT risk assessments.
- Determining what constitutes reliable and verifiable evidence.
- Performing IT enterprise-level controls audits.
- Performing IT general controls audits.
- Performing IT applications controls audits.
- Performing specialist technical IT controls audits.
- Making effective and efficient use of IT to assist the audit processes.
- During systems development or analysis activities, operating as experts who understand how controls can be implemented and circumvented.
- Helping to monitor and verify the proper implementation of activities that minimize all known and documented IT risks.

7.3.2 External Auditor
Independent external audits are a requirement for most organizations and normally are performed annually. Topics to be considered by the internal audit department and the audit committee include:

• The extent of the external auditor's responsibilities for understanding and evaluating the IT system and related IT controls during financial audits.
• The scope of the external auditor's responsibilities for examining the IT system and controls during any formal attestation that may be required by statute or regulation, such as internal controls over financial reporting and other regulatory requirements.
8.1 Risk Determines Response

IT controls are selected and implemented on the basis of the risks they are designed to manage. As risks are identified — through experience or formal risk assessment — suitable risk responses are determined, ranging from doing nothing and accepting the risk as a cost of doing business to applying a wide range of specific controls, including insurance.

It would be a relatively straightforward task to create a list of recommended IT controls that must be implemented within each organization. However, each control has a specific cost that may not be justified in terms of cost effectiveness when considering the type of business done by the organization. Furthermore, no list of controls is universally applicable across all types of organizations. Although there is a lot of good advice available on the choice of suitable controls, strong judgment must be used. Controls must be appropriate for the level of risk faced by the organization.

The CAE should be able to advise the audit committee that the internal control framework is reliable and provides a level of assurance appropriate to the risk appetite of the organization. In this respect, the risk appetite of the organization is defined by COSO as:

“... the degree of risk, on a broad-based level, that a company or other organization is willing to accept in pursuit of its goals. Management considers the organization’s risk appetite first in evaluating strategic alternatives, then in setting objectives aligned with the selected strategy, and in developing mechanisms to manage the related risks.”

Thus, the CAE should consider risk tolerance. COSO defines risk tolerance as:

“... the acceptable level of variation relative to the achievement of objectives. In setting specific risk tolerances, management considers the relative importance of the related objectives and aligns risk tolerances with its risk appetite.”

Thus, the CAE should consider whether or not:

- The organization's IT environment is consistent with the organization's risk appetite.
- The internal control framework is adequate to ensure that the organization's performance remains within the stated risk tolerances.

8.2 Risk Considerations in Determining the Adequacy of IT Controls

Risk management applies to the entire spectrum of activity within an organization, not just to the application of IT. IT cannot be considered in isolation, but must be treated as an integral part of all business processes. Choosing IT controls is not simply a matter of implementing those recommended as best practices. They must add value to the organization by reducing risk efficiently and increasing effectiveness.

When considering the adequacy of IT controls within the organization’s internal control framework, the CAE should consider the processes established by management to determine:

- The value and criticality of information.
- The organization's risk appetite and tolerance for each business function and process.
- IT risks faced by the organization and quality of service provided to its users.
- The complexity of the IT infrastructure.
- The appropriate IT controls and the benefits they provide.
- Harmful IT incidents in the past 24 months.

The frequency of risk analysis is important and is influenced greatly by technological change. In a static business and technical infrastructure environment, the risk assessment process could be as infrequent as yearly or could be performed in concert with a major implementation project.

8.2.1 The IT Infrastructure

Analyzing and assessing risk in relation to IT can be complex. The IT infrastructure consists of hardware, software, communications, applications, protocols (rules), and data, as well as their implementation within physical space, within the organizational structure, and between the organization and its external environment. Infrastructure also includes the people interacting with the physical and logical elements of systems.

The inventory of IT infrastructure components reveals basic information about the vulnerabilities of the environment. For example, business systems and networks connected to the Internet are exposed to threats that do not exist for self-contained systems and networks. Because Internet connectivity is an essential element of most business systems and networks, organizations must make certain that their systems and network architectures include the fundamental controls that ensure basic security.

The complete inventory of the organization's IT hardware, software, network, and data components forms the foundation for assessing the vulnerabilities within the IT infrastructures that may impact internal controls. Systems architecture schematics reveal the implementation of infrastructure components and how they interconnect with other components within and outside the organization. To the information security expert, the inventory and architecture of IT infrastructure components — including the placement of security controls and technologies — reveals potential vulnerabilities. Unfortunately, information about a system or network can also reveal vulnerabilities to a potential attacker, so access to such information must be restricted to only those people who need it. A properly configured system and network environment will minimize the amount of information it provides to would-be attackers, and an environment that appears secure presents a less attractive target to most attackers.

1 These definitions are taken from the COSO Enterprise Risk Management – Integrated Framework (Oct 2004)
8.2.2 IT Risks Faced by the Organization
The CAE discusses IT risk issues with the CIO and process owners to ensure that all related parties have an appropriate awareness and understanding of the technical risks faced by the organization through the use of IT and their roles in applying and maintaining effective controls.

8.2.3 Risk Appetite and Tolerance
Armed with the knowledge of IT risks, the auditor can validate the existence of effective controls to meet the established risk appetite of the organization and its risk tolerance in relation to IT. The auditor's assessment will involve discussions with many members of management and ultimately with the board. The level of detail of these discussions can be determined by the CRO with input from the CIO, CISO, CSO, CAE, and process owners. The final decision regarding risk appetite and tolerance must be made by the risk committee — with input from the audit committee — and must be endorsed by the full board. The definitions of risk appetite and tolerance must be communicated to all relevant managers for implementation.

The goal of enterprise risk management is to ensure that everyone is working with the same level and understanding of risk and that decisions made at all levels of management are consistent with the organization’s risk appetite.

8.2.4 Performing Risk analysis
Performing risk analysis is not the sole preserve of either the CRO or the CAE, although both of them, or their representatives, should be involved, along with representatives from IT and the business areas.

There are eight basic questions associated with the risk assessment process. The first five include:
- What are the assets at risk and the value of their confidentiality, integrity, and availability?
- What could happen to affect that information asset value adversely (threat event)? Implicit to this question is the vulnerability analysis and mapping of vulnerabilities to threats and potentially impacted information assets.
- If a threat event happened, how bad could its impact be?
- How often might the event be expected to occur (frequency of occurrence)?
- How certain are the answers to the first four questions (uncertainty analysis)?

The next three questions apply to risk mitigation analysis:
- What can be done to reduce the risk?
- How much will it cost?
- Is it cost-efficient?

8.2.5 Value of Information
Determining the value of the information processed and stored is not an easy task due to the multidimensional nature of value. The Generally Accepted Information Security Principles (GAIIP), Guidelines for Information Valuation, published by the Information Systems Security Association (www.issa.org), address information value within the following categories:
- Exclusive possession – cost in the event of a breach of confidentiality.
- Utility – cost in the event of a loss of integrity.
- Cost of creation/re-creation.
- Liability in the event of litigation.
- Convertibility/negotiability – represents market value.
- Operational impact of unavailability.

8.2.6 Appropriate IT Controls
Finally, appropriate IT controls must be chosen and implemented to address the risks identified. Much advice is available on this subject. See Appendix I (See page 45).

The CAE and internal audit group should be involved in the process of analyzing and assessing risk. While they should operate in a manner that maintains the independence and objectivity of their function, they also must provide an opinion on the effectiveness of the internal control framework.

8.3 Risk Mitigation Strategies
When risks are identified and analyzed, it is not always appropriate to implement controls to counter them. Some risks may be minor, and it may not be cost effective to implement expensive control processes for them.

In general, there are several ways to mitigate the potential impact of risks:
- **Accept the risk.** One of the primary functions of management is managing risk. Some risks are minor because their impact and probability of occurrence is low. In this case, consciously accepting the risk as a cost of doing business is appropriate, as well as periodically reviewing the risk to ensure its impact remains low.
- **Eliminate the risk.** It is possible for a risk to be associated with the use of a particular technology, supplier, or vendor. The risk can be eliminated by replacing the technology with more robust products and by seeking more capable suppliers and vendors.
- **Share the risk.** Risk mitigation approaches can be shared with trading partners and suppliers. A good example is outsourcing infrastructure management. In such a case, the supplier mitigates the risks associated with managing the IT infrastructure by being more capable and having access to more highly skilled staff than the primary organization. Risk also may be mitigated by transferring the cost of realized risk to an insurance provider.
- **Control/mitigate the risk.** Where other options have been eliminated, suitable controls must be devised and implemented to prevent the risk from manifesting itself or to minimize its effects.
8.4 Control Characteristics to Consider
Some of the issues to be addressed during the IT control evaluation process include:

- Is the control effective?
- Does it achieve the desired result?
- Is the mix of preventive, detective, and corrective controls effective?
- Do the controls provide evidence when control parameters are exceeded or when controls fail? How is management alerted to failures, and which steps are expected to be taken?
- Is evidence retained (audit or management trail)?

8.5 Baseline IT Controls
IT controls are to be applied when mitigating the risks is the best option. While IT controls should be applied with due regard to the relevant risks, there is a basic set of controls that need to be in place to provide a fundamental level of IT hygiene. For example, the use of a firewall to control traffic between a corporate network and a public network such as the Internet, or between internal network domains, is a baseline control. The level of risk associated with the business value and sensitivity of the network traffic, the services provided, and the information stored in the infrastructure determines the extent to which firewalls restrict traffic coming into and departing from an organization's networks. Firewalls are a physical and logical manifestation of information security policy elements that dictate what is allowed into or out of an organization.

IT controls most widely applicable to all IT infrastructures are known as baseline controls. There are many types of baseline controls. Two baselines that apply to IT security controls are the Digital Dozen, from the VISA Cardholder Information Security Program (CISP) and the Fundamental Five, from the Center for Internet Security (see sidebars on this page). The Fundamental Five and Digital Dozen complement each other.

It is not easy to define the baseline IT controls, because the general threats, such as malicious software and hacking, change and newer technologies and applications frequently are implemented across the organization. The following questions can be considered when selecting a suitable set of baseline controls:

- Do IT policies — including for IT controls — exist?
- Have responsibilities for IT and IT controls been defined, assigned, and accepted?
- Are IT infrastructure equipment and tools logically and physically secured?
- Are access and authentication control mechanisms used?
- Is antivirus software implemented and maintained?
- Is firewall technology implemented in accordance with policy (e.g., where external connections such as the Internet exist and where separation between internal networks is needed)?
- Are external and internal vulnerability assessments completed and risks identified and appropriately resolved?
- Are change and configuration management and quality assurance processes in place?
- Are structured monitoring and service measurement processes in place?
- Are specialist IT audit skills available (either internally or outsourced)?

Further information on baseline controls can be found in Appendix I (See page 45). More comprehensive information on risk analysis and management can be found in the IIA paper Information Security Management and Assurance: A Call to Action for Corporate Governance. http://www.theiia.org/eSAC/pdf/BLG0331.pdf.

---

Digital Dozen
One of the most concise and broadly useful summaries of security guidance is the VISA CISP, which has proven its value for over two years in use by VISA credit card network service providers, including banks, processors, merchants, and others. VISA refers to these requirements as its “Digital Dozen.”

1. Install and maintain a working firewall to protect data.
2. Keep security patches up-to-date.
3. Protect stored data.
5. Use and regularly update anti-virus software.
6. Restrict access by "need to know."
7. Assign an unique Identification Code (ID) to each person with computer access.
8. Don’t use vendor-supplied defaults for passwords and security parameters.
9. Track all access to data by unique ID.
10. Regularly test security systems and processes.
11. Implement and maintain an information security policy.
12. Restrict physical access to data.

Fundamental Five
The Consensus Benchmarks, from the Center for Internet Security (www.cisecurity.org), provide guidance on the “Fundamental Five” of basic security hygiene. Use of these benchmarks typically results in an 80 percent to 95 percent reduction of known vulnerabilities.

1. Identity and Access Management  
   (including privilege assignment and authentication)
2. Change Management  
   (including patch management)
3. Configuration Management
4. Firewalls (workstation, host, sub-network, and perimeter)
5. Malware protection (including worms and viruses)
9.1 Choosing a Control Framework

The process of identifying and assessing the IT controls necessary to address specific risks is aided considerably by the organization’s adoption of a formal control framework. This framework should apply to, and be used by, the whole organization—not just internal auditing. Although many frameworks exist, no single framework covers every possible business type or technology implementation.

A control framework is a structured way of categorizing controls to ensure that the whole spectrum of control is adequately covered. The framework can be informal or formal. A formal approach will satisfy the various regulatory or statutory requirements faced by many organizations more readily.

Each organization should examine existing control frameworks to determine which of them—or which parts—most closely fit its needs. The process of choosing or constructing a control framework should involve all positions in the organization with direct responsibility for controls. The CAE should be involved in the decision process because the internal audit function will assess the framework’s adequacy and use it as a context for planning and performing audit work.

The CAE needs an overall knowledge of IT risk issues to assess the effectiveness and appropriateness of IT controls. The CAE will base the audit plan and allocate audit resources according to the IT areas and issues that merit attention due to their inherent levels of risk. Risk analysis and assessment cannot be viewed as a one-time process, especially when applied to IT, because technology changes constantly and rapidly, as do the associated risks and threats. Categorizing IT controls according to their organizational placement, purpose, and functionality is useful in assessing their value and adequacy, as well as the adequacy of the system of internal controls. Knowledge of the range of available IT controls, the driving forces for controls, and organizational roles and responsibilities allows for comprehensive risk analysis and assessments. In assessing control effectiveness, it is also useful to understand whether the controls are mandated or voluntary, discretionary or nondiscretionary, manual or automated, primary or secondary, and subject to management override.

Finally, the assessment of IT controls involves selecting key controls for testing, evaluating test results, and determining whether or not evidence indicates any significant control weaknesses. The checklist in Appendix H can help the CAE ensure all relevant issues have been considered when planning and directing internal audit assessments of IT controls. Several existing frameworks and approaches can assist the CAE and other managers when determining IT control requirements. However, organizations should investigate enough frameworks to determine which one best fits their own needs and culture. A partial list of available frameworks is provided in Appendix D (See page 29).

The COSO Internal Control – Integrated Framework (1992) is accepted by the U.S. Public Company Accounting Oversight Board (PCAOB) for the purpose of reporting.

---

**COSO Model for Technology Controls**

**Monitoring:**
- Monthly metrics from technology performance
- Technology cost and control performance analysis
- Periodic technology management assessments
- Internal audit of technology enterprise
- Internal audit of high risk areas

**Control Activities:**
- Review board for change management
- Comparison of technology initiatives to plan and return on investment
- Documentation and approval of IT plans and systems architecture
- Compliance with information and physical security standards
- Adherence to business continuity risk assessment
- Technology standards compliance enforcement

**Information and Communication:**
- Periodic corporate communications (intranet, e-mail, meetings, mailings)
- Ongoing technology awareness of best practices
- IT performance survey
- IT and security training
- Help desk ongoing issue resolution

**Risk Assessment:**
- IT risks included in overall corporate risk assessment
- IT integrated into business risk assessments
- Differentiate IT controls for high risk business areas/functions
- IT internal audit assessment
- IT insurance assessment

**Control Environment:**
- Tone from the top – IT and security controls considered important
- Overall technology policy and Information security policy
- Corporate Technology Governance Committee
- Technology Architecture and Standards Committee
- Full representation of all business units

*Figure 5 - COSO Model for Technology Controls*
compliance with financial reporting provisions, but it is not specific to all areas of IT. This framework is considered to be a “suitable, recognized” framework to adopt for Sarbanes-Oxley compliance because it covers all areas of IT implementation, albeit at a high level of abstraction (See Figure 5, COSO Model for Technology Controls, page 18).

9.2 Monitoring IT Controls

Determining where to apply control monitoring and assessment and their frequency is not easy. Participation by the auditor in risk analysis exercises and implementation of a suitable control framework help ensure that the CAE has sufficient information to create a suitable audit plan to address the major IT risks.

Ultimately, management is responsible for monitoring and assessing controls. The auditor’s monitoring and assessments are performed to independently attest to management’s assertions regarding the adequacy of controls. Management’s control monitoring and assessment activities should be planned and conducted within several categories as follows:

9.2.1 Ongoing Monitoring

- **Daily/Periodic** – Some information must be checked daily to ensure controls are working as required. Management normally performs such monitoring, which traditionally involves checking data-processing control reports to reconcile satisfactory task and job completion. Such controls, where they exist, are most often automated. The CAE will ensure such management monitoring is in place and that it is subjected to internal audit assessment.

- **Event-driven** – Discrepancies, or even frauds, may result within normal processing or in special circumstances, such as where there are large-value transactions. In many IT environments, malicious attacks are likely. Consequently, specific controls should be in place to detect and report unusual activities to an entity within the organization that is chartered specifically to investigate and determine if preventive or corrective actions should be applied. Such monitoring controls are complementary to the normal controls employed and provide assurance on the effectiveness of those controls or early warning that they may have been breached.

- **Continuous** – Technology now provides the ability to monitor and assess certain sensitive controls continuously. A good example of continuous monitoring is the use of intrusion detection software, which continually monitors network traffic for evidence that other protective controls, such as firewalls and virus protection, may have been breached.

9.2.2 Special Reviews

- **Annual (or quarterly) control assessment** – Sarbanes-Oxley legislation in the United States requires cyclical control assessments. Although the board of directors is required to make statements regarding the effectiveness of internal controls, management actually must provide the assurances to the board, and the internal and external auditors must perform sufficient audit work to attest to these assurances.

- **Audit reviews** – A regular program of audit reviews is still necessary, despite the proliferation of new audit approaches. It is only through the formal review of infrastructure, process, and technology implementation that the CAE can assess the overall reliability and robustness of the system of internal controls. In the past, such reviews were planned on a cyclical basis. However, given the fast-changing world of IT, audit reviews should now be scheduled based on the level of risk.

---

**Suitable Recognized Framework**

“…the framework on which management’s assessment of the issuer’s internal control over financial reporting is based must be a suitable, recognized, control framework that is established by a body or group that has followed due-process procedures, including the distribution of the framework for public comment. By far, the best-known framework that meets that definition is the framework designed by The Committee of Sponsoring Organizations of the Treadway Commission, otherwise known as the COSO report, which was published in 1992.”

10.1 What Audit Methodology to Use?
A lot has changed in the 40 years that IT auditing has existed: Technology components have become smaller, faster, and cheaper even as overall IT costs to the organization have increased significantly. The majority of business processes have been automated, typically to provide efficiencies, but also to enable certain business processes that cannot be performed manually. Ubiquitous network communications, including the Internet, have eliminated any distinction between business and electronic business.

The audit process similarly has evolved to match the automation of business processes. In the early days of automation, auditors “audited around the computer.” Now they use software routinely to test or analyze data and technical controls within systems.

A widely used audit approach involves operational analysis of the processing of important business transactions by automated systems. In such audits, the auditor identifies activities and information subject to control and assesses the ability of existing controls to provide reliable protection — including sufficient evidence of the reliability of controls. Because operational audits of automated business processes frequently identify internal control deficiencies, internal auditors may sometimes shift their attention to audits of — or even involvement in — the processes whereby business activities are automated, such as systems design, development and acquisition, implementation, and maintenance.

Experienced auditors develop extensive knowledge of internal controls and their strengths and weaknesses. Therefore, it is not uncommon for internal auditors to provide consulting services to the management responsible for designing and implementing internal controls. The scope and limitations on such consulting activity are prescribed in the International Standards for the Professional Practice of Internal Auditing [See http://www.theiia.org/guidance/standards-and-practices]. However, internal auditor involvement in design, development, or implementation activities does not absolve management from responsibility for those activities.

Today, no specific audit methodologies can be regarded as the sole current best practice. Internal auditors adopt the methods and practices that best suit the work needed. For example:
- When performing an assessment against Sarbanes-Oxley requirements, a systems-based audit approach may be the best method.
- Fraud investigations may require the use of audit software to analyze data and look for evidence. Audit software provides strong analytical capability, plus the ability to examine all relevant records and files.
- Performing annual audit work in support of the main internal audit objectives will most likely follow a risk-based approach.

10.2 Testing IT Controls and Continuous Assurance
In addition to assessing the adequacy of IT control mechanisms, regular reviews should be performed to ensure that controls continue to function as required. A traditional method used by internal auditors is to create a population of test data that can be processed through the business systems to check the results to ensure, for example, that controls continue to accept valid data and reject incorrect and invalid items. However, given the widespread, complex, and interactive nature of business systems today, audit testing tends to focus more specifically on key automated controls and analysis of the data.

10.2.1 Automated Continuous Monitoring
Continuous monitoring and audit tools have been used for many years. Previously called embedded audit software, program code in business systems checks data being processed against predetermined criteria and reports anomalies it detects. The benefit of such monitoring is obvious: Any discrepancies can be identified and acted upon immediately. Many proprietary business software products now provide such continuous monitoring functionality. The concept has also gone beyond business applications. For example, most firewall products and intrusion detection systems continue...
ously check for potential attack scenarios and provide instant alerts when potential attacks are detected. This type of monitoring can cause problems due to the considerable volume of data and potential errors that are highlighted, not all of which will be worthy of attention. The task of refining the analysis techniques and monitoring thresholds requires constant vigilance to determine which alerts to highlight and which to accept as normal events.

10.2.2 Automated Internal Control Analysis Tools
Audit software can be used to analyze stored data and check its validity to ensure the continuous, reliable operation of internal controls. Originally designated as audit interrogation software, products such as ACL [www.acl.com] or CaseWare IDEA [www.caseware.com] now provide sophisticated features and specific analysis that can reduce the control assessment workload while increasing effectiveness and efficiency. Spreadsheet products like Microsoft Excel also contain powerful analysis tools auditors may use.

10.2.3 Automated Risk Analysis
Tools also are available for automating the risk analysis process. These tools are invaluable to the entire internal audit function, not just the IT auditor or risk specialist. Performing a proper risk analysis in today’s complex IT environments is not easy without the assistance of automated tools.

Management is responsible for performing risk assessments to determine the controls to implement or improve. Internal auditors perform similar analysis when assessing the adequacy of controls for audit plan and scope purposes. Automated tools can assist both processes. The automation of internal audit management is a major topic in its own right.

10.3 Audit Committee/Management/ Audit Interfaces
It is impractical to establish rules for reporting on every special IT control situation. The CAE must apply prudent judgment when expressing an opinion or submitting a report to the audit committee. This is no different from the way the CAE interacts with the audit committee regarding other internal control issues.

The CAE will discuss internal control issues with the audit committee to determine the optimum level of information to be provided to enable the audit committee to achieve its statutory, regulatory, policy, due care, or other governance obligations.

“Metrics and reporting” and “audit report summaries” are two areas where the CAE should interact with the audit committee regarding internal controls. Further interactions will depend on the needs of the specific audit committee and any legislative or regulatory requirements.

Metrics and reporting. Metrics and reports must present meaningful information on the status of IT controls. While management provides the metrics and reporting, the CAE should be able to attest to their validity and opine on their value. This is accomplished through audit examination of the relevant control areas to produce an independent and objective assessment. The CAE should liaise with management at all levels and with the audit committee to agree on the validity and effectiveness of the metrics and assurances chosen for reporting.

A basic set of governance and management metrics for information security is included in Appendix G (See page 40). These metrics do not include specific data regarding the operation of detailed technical controls, although the technical controls may provide the information used in measurement. The actual metrics used will depend on the organization and the needs of the audit committee. The CAE can select examples of measurements taken at any level of the organization to help illustrate matters that can impact controls at the governance level materially.

Audit Report Summaries. Prepared on a regular basis for the audit committee, these reports summarize findings, conclusions, and opinions regarding the status of IT controls. They also can report on the agreed-upon actions from prior audit reports and the status of those actions — probably on an exception basis for actions not taken within the designated time frame. IT controls summaries cannot be presented in isolation, but should be presented in the context of the entire internal control framework.

The frequency of reporting depends on the organization’s needs. In a strong regulatory environment, such as provided by Sarbanes-Oxley in the United States, quarterly reporting is required. Otherwise, the frequency of reporting will be driven by the organization’s governance framework and philosophy and the extent to which IT risks exist.
Assessing IT controls is an ongoing process, because business processes are constantly changing, technology continues to advance, threats evolve as new vulnerabilities emerge, and audit methods keep improving. The CAE should keep assessments of IT controls that support business objectives near the top of the audit agenda.

Assessing IT controls is not a case of determining whether best practices are employed, as controls are specific to the organization’s mission, objectives, culture, deployed processes and technologies, and risks. Technology should be tailored to provide effective control, and the CAE should ensure internal auditing adopts appropriate and effective methods. Auditing IT is a continuous learning process.

The CAE is rarely in a position to understand all the technologies used in his or her environment and their specific control implications. That is why properly certified and experienced IT auditors are a major asset for any internal audit function. However, the CAE should understand the overall control issues and be able to communicate them to senior management and to appropriate committees of the board of directors in a form they will understand and in a manner that will result in an appropriate response. The key to assessing IT controls effectively is communication with technical staff, management, and board members.
12.1 Governance (Board of Directors):
- Oversee risk management and compliance programs pertaining to information security (e.g., Sarbanes-Oxley, Health Insurance Portability and Accountability Act, Gramm-Leach-Bliley Act).
- Approve and adopt broad information security program principles and approve assignment of key managers responsible for information security.
- Strive to protect the interests of all stakeholders dependent on information security.
- Review information security policies regarding strategic partners and other third parties.
- Strive to ensure business continuity.
- Review provisions for internal and external audits of the information security program.
- Collaborate with management to specify the information security metrics to be reported to the board.

12.2 Management
- Establish information security management policies and controls and monitor compliance.
- Assign information security roles, responsibilities, and required skills, and enforce role-based information access privileges.
- Assess information risks, establish risk thresholds, and actively manage risk mitigation.
- Ensure implementation of information security requirements for strategic partners and other third parties.
- Identify and classify information assets.
- Implement and test business continuity plans.
- Approve information systems architecture during acquisition, development, operations, and maintenance.
- Protect the physical environment.
- Ensure internal and external audits of the information security program with timely follow-up.
- Collaborate with security staff to specify the information security metrics to be reported to management.

12.3 Technical
Establishing a complete information security program requires attention to the following technical program elements:
- User identification and authentication.
There is an increasing volume of legislation impacting on the internal control framework that organizations choose to implement. Although much of this legislation has emerged over recent years in the United States as a result of various corporate scandals, it has impacted organizations in other countries, as well. Organizations should be aware of the relevant legislation, regulation, and business practices around the world — particularly in all countries in which they do business — to assess the organizational impacts and requirements.

For example, data protection legislation in Europe inhibits the transfer of information across borders to countries that do not have comparable data-protection regulation in place. This impacts trading relationships where the information to be transferred refers to identifiable individuals. Sarbanes-Oxley contains requirements for reporting on the system of internal controls for all organizations publicly traded in the United States, as well as their foreign subsidiaries.

This appendix provides a summary of requirements and the impact of some of the major legislation and regulation that should be considered in assessing and managing IT controls. Although this GTAG is aimed at a global audience, it covers Sarbanes-Oxley in some depth because it is one of the most significant pieces of legislation to emerge in recent years. The Organisation for Economic Co-operation and Development (OECD) Corporate Governance Principles provide a general framework for the implementation of business controls. The Basel II Accords have a major impact on the international financial sector, and many have suggested Basel II guidance may also influence other sectors.

13.1 U.S. Sarbanes-Oxley Act of 2002
Sarbanes-Oxley was intended to reform public accounting practices and other corporate governance processes and shore up the capital markets in the wake of the Enron and WorldCom corporate governance scandals. The PCAOB provides a comprehensive collection of information and advice on Sarbanes-Oxley at its Web site (http://www.sarbanes-oxley.com/). The key requirements of Sarbanes-Oxley, the SEC, and U.S. stock listing exchanges are fully compared and contrasted in an IIA Research Foundation analysis titled “Assessment Guide for U.S. Legislative, Regulatory, and Listing Exchanges Requirements Affecting Internal Auditing” (www.theiia.org/iia/download.cfm?file=519).

However, Sarbanes-Oxley does not address the issue of IT controls specifically. This does not mean IT can be ignored when performing the compliance reviews required by the act. The act is neutral with regard to technology, but the implication is clear that IT controls are critical to an organization’s overall system of internal controls. As IT controls address the secure, stable, and reliable performance of hardware, software, and personnel to ensure the reliability of financial applications, processes, and reporting, they must be a significant element of compliance reviews.

Some key IT control areas have been interpreted as not being incorporated in Sarbanes-Oxley compliance. These include privacy, business continuity, business systems, data classification, and information not specific to financial processing and reporting. Therefore, any audit specifically limited to Sarbanes-Oxley compliance will not assess all the risks faced by the organization and must be supplemented to ensure full audit coverage of the organization’s risk management and internal controls.

13.1.1.1 Sarbanes-Oxley Sections Relevant to IT Controls
The following briefly describes the sections of Sarbanes-Oxley that relate to auditors and IT controls.

13.1.1.2 Section 201
This section requires that external auditors be independent. This precludes them from performing work for a client in the capacity of IT consultants or providing outsourced internal audit services. Organizations that do not wish to employ their own IT auditors cannot outsource the work to their external auditors.

13.1.1.3 Section 301
Section 301 defines the need for audit committee members to be independent and precludes them from performing any other consulting work on behalf of the organization. It also requires audit committees to establish procedures to handle “confidential, anonymous submission by employees of the issuer of concerns regarding questionable accounting or auditing matters” (whistle-blower complaints). This would also relate to any issues arising from the control of IT.

13.1.1.4 Section 302 and 404
Section 302 of the act requires the CEO and CFO — who
are responsible for financial information and the system of internal controls — to evaluate the system of internal controls every 90 days and report on their conclusions and any changes.

They must disclose:
- “All significant deficiencies in the design or operation of internal controls that could adversely affect the issuer's ability to record, process, summarize, and report financial data and identify for the issuer's auditors any material weaknesses in internal controls.”
- “Any fraud, whether or not material, that involves management or other employees who have a significant role in the issuer's internal controls.”

Section 404 requires the CEO and CFO to produce an annual audit report that:
- Assesses the effectiveness of the internal control structure over financial reporting.
- Discloses all known internal control weaknesses.
- Discloses all known frauds.

This report will cover all applicable IT controls, including program logic and related change controls, access controls, and data protection. The PCAOB Auditing Standard No. 2 suggests the COSO Internal Control – Integrated Framework as a basis for Section 404 compliance management. References to Statement of Auditing Standards (SAS) 95 also emphasize the importance of IT and information security controls to Sarbanes-Oxley.

13.1.1.5 Section 409

Section 409 requires organizations to disclose any material changes to operations in real time and in plain English. Some contend these requirements establish a foundation or need for continuous monitoring, auditing, and assurance processes to become part of significant internal control processes.

13.2 Basel II Accord

The Basel II Accord is a global regulatory treaty that defines the global standards for enterprise-wide risk management practices in the financial sector with the intent to mitigate risks of losses in the industry. The focus is on the banking sector, but there is a clear intent to harmonize standards across all segments of the industry. All areas of bank operations are included — people, processes, systems, governance, and supplier management.

A bank willing to qualify for the Advanced Measurement Approach (AMA) under the Operational Risk (OR) Treaty must implement best practice in operations and risk management. For risk management, this means:
- Senior management is actively involved.
- The bank has an OR management system, processes, policies, and procedures enterprise-wide.
- The bank has the right governance and sufficient resources to manage operational risks.
- The bank has an OR management function that is responsible for:
  - Designing and implementing the OR management framework.
  - Codifying policies, procedures, and controls.
  - Designing and implementing an OR measurement methodology.
  - Designing and implementing an OR measurement reporting system.
  - Developing strategies to identify, measure, monitor, and control or mitigate OR.
- An OR measurement system is closely integrated into the day-to-day risk management process.
- The OR exposures and loss experiences are regularly reported.
- The OR management system is documented.
- Internal and external auditors regularly review the OR management processes and measurement system.

Key to success in OR management is an information system that supports OR exposure self-assessment, allows process mapping, consists of an OR loss database and reporting function, and entails an action-plan management function.

The Basel Committee does not specify the approach or distributional assumptions to be used to generate the OR measure for regulatory capital purposes. However, the framework allows for three basic approaches that essentially are dependent on the quality and quantity of risk management data. Whereas using more data and historical metrics to prove good performance may allow banks to maintain less capital reserves and to quantify OR, the banks must be able to demonstrate that their approaches capture potentially severe “tail” loss events (severe unexpected losses). Moreover, consistency with the scope of OR as defined by the Basel Committee is required.

First, a bank’s organization-wide risk assessment methodologies must capture key business environmental and internal control factors that can change its OR profile. In addition, the bank should have a process for assessing overall capital adequacy.

Next, the risk measurement system must be granular enough to capture the tails of the loss estimates. Banks are expected to use expert opinion in conjunction with external data for scenario analysis to evaluate its exposure to high-severity events. Because a bank does not have enough of its own data in the area of high-impact, low-frequency risks, they must acquire data from an external provider such as Zurich-based ORX, Global Operational Loss Database (GOLD), or MORE Exchange.

The banks must have a credible, transparent, well-documented, and verifiable approach for weighting these fundamental elements in its overall OR measurement system. There are additional prerequisites to qualify for the AMA:
- Internal loss and performance data — successes, near misses, and failures — all must be tracked and accounted for (reconciled to the books of the bank).
13.3 Data Protection

The concept of data protection was developed when computerization issues were raised at United Nations and OECD conferences in the late 1960s. The first national law was enacted in 1974 in Sweden, and the OECD published its Data Protection Guidelines in 1980 (OECD C (80) 58 final). Regional bodies like the Council of Europe (Data Protection Convention 108/1981, human rights-based) and the European Commission (EC) (Directive 95/46/EC, General Data Protection Regulation) have enacted binding frameworks for implementation in their member states. Depending on their legal system, many countries around the globe have constitutional provisions and omnibus laws or a broad spectrum of sector regulations for data protection. To bridge the differences in U.S. and European Union (EU) privacy regulations, the EC and the U.S. Department of Commerce developed a safe harbor framework for U.S. companies. The safe harbor is a framework agreement consisting of seven principles and a series of frequently asked questions. (See also: [http://www.was4.hewitt.com/hewitt/resource/legislative_updates/europe/eu_data1.htm](http://www.was4.hewitt.com/hewitt/resource/legislative_updates/europe/eu_data1.htm)).

The EU legislation requires organizations to protect the personal information of individuals. The legislation also mandates that appropriate technical measures be taken to ensure the security of personal data, whether electronic or manual. Further information regarding data protection can be found at the Electronic Privacy Information Center (EPIC) ([http://www.epic.org](http://www.epic.org)), Privacy International ([http://www.privacyinternational.org](http://www.privacyinternational.org)), and the UK Office of the Information Commissioner ([http://www.informationcommissioner.gov.uk/]).

13.4 The U.S. Gramm-Leach-Bliley Act (GLBA) - The Financial Modernization Act of 1999

The GLBA was introduced to protect the privacy of customer information in the financial sector, but it extends beyond financial companies. Any company that handles non-public financial customer information may be held accountable under this law, depending on the circumstances. More information is available from EPIC ([http://www.epic.org/privacy/glba/](http://www.epic.org/privacy/glba/)) and the U.S. Federal Trade Commission ([http://www.ftc.gov/bcp/online/pubs/glbulong.htm](http://www.ftc.gov/bcp/online/pubs/glbulong.htm)).

13.5 U.S. Health Insurance Portability and Accountability Act (HIPAA) 1996

HIPAA contains requirements for the privacy of personal information and for information security. The law applies to US-based companies in the health care sector, but can also pertain to any company that provides health care benefits to its employees, depending on the circumstances. Further details can be found at [http://www.hipaa.org](http://www.hipaa.org).

13.6 California Security Breach Information Act, Civil Code Sections 1798.29 and 1798.82 (Frequently Referenced by the Bill – CA SB 1386)

California’s State Bill 1386 amended the Information Practices Act of 1977 of the California Civil Code to create a sweeping regulation that mandates public disclosure of computer-security breaches in which confidential information of any California resident may have been compromised. Every enterprise — public or private — doing business with California residents is potentially affected. Confidential information covered by the law includes Social Security numbers, California driver’s license numbers, account numbers, and credit or debit card numbers. A more detailed article on this regulation can be found at [http://www.theiia.org/itaudit/index.cfm?useaction=forum&fid=5501](http://www.theiia.org/itaudit/index.cfm?useaction=forum&fid=5501). Although case law for this legislation is not cited here, some discussions on the subject have indicated the courts may not view an organization’s statement favorably if it treats its California customers differently from its other customers.
13.7 Global National Regulations

Many countries have national regulations covering internal control, including Germany (KonTraG, risk management requirement) and France (LSF, internal control reporting requirement). In addition, external auditors may be required to certify the adequacy of financial reporting mechanisms and controls. Although most of these regulations do not address IT directly, they imply the need for an adequately controlled IT infrastructure. For this reason many national bodies of the International Federation of Accountants (IFAC) provide detailed guidance for evaluating IT controls.
14.1 Auditor Knowledge Considerations

Standard 1210 – Proficiency of The IIA’s Standards require that the internal audit activity collectively should possess or obtain the knowledge, skills, and other competencies needed to perform its responsibilities. Varying levels of IT knowledge are needed throughout the organization to provide a systematic, disciplined approach to evaluating and improving the effectiveness of risk management, control, and governance processes. Knowledge of how IT is used, the related risks, and the ability to use IT as a resource in the performance of audit work is essential for auditor effectiveness at all levels.

The IIA’s International Advanced Technology Committee has identified three categories of IT knowledge for internal auditors.

14.1.1 Category 1 – All Auditors
Category 1 is the knowledge of IT needed by all professional auditors, from new recruits up through the CAE. Basic IT knowledge encompasses understanding concepts such as the differences in software used in applications, operating systems and systems software, and networks. It includes comprehending basic IT security and control components such as perimeter defenses, intrusion detection, authentication, and application system controls. Basic knowledge includes understanding how business controls and assurance objectives can be impacted by vulnerabilities in business operations and the related and supporting systems, networks, and data components. It is fundamentally about ensuring that auditors have sufficient knowledge to focus on understanding IT risks without necessarily possessing significant technical knowledge.

14.1.2 Category 2 – Audit Supervisors
Category 2 applies to the supervisory level of auditing. In addition to having basic IT knowledge, audit supervisors must understand IT issues and elements sufficiently to address them in audit planning, testing, analysis, reporting, follow-up, and assigning auditor skills to the elements of audit projects. Essentially, the audit supervisor must:

- Understand the threats and vulnerabilities associated with automated business processes.
- Understand business controls and risk mitigation that should be provided by IT.
- Plan and supervise audit tasks to address IT-related vulnerabilities and controls, as well as the effectiveness of IT in providing controls for business applications and environments.
- Ensure the audit team has sufficient competence — including IT proficiency — for audits.
- Ensure the effective use of IT tools in audit assessments and testing.

14.1.3 Category 3 – Technical IT Audit Specialists
Category 3 applies to the technical IT audit specialist. Although IT auditors may function at the supervisory level, they must understand the underlying technologies supporting business components and be familiar with the threats and vulnerabilities associated with the technologies. IT auditors also may specialize in only certain areas of technology.

IIA programs and products are designed primarily to meet the information needs of the Category 1 and 2 auditor. The Category 1 auditor will seek IIA guidance in relating IT threats, vulnerabilities, and controls to business assurance objectives. IIA products also provide information that can be useful in explaining the business impacts of technical problems. In addition, IIA products can help Category 3 technical IT auditors gain proficiency in areas of technology with which they are not already familiar and in striving to reach supervisory or management audit competence.

The SANS Institute provides information security training and awards Global Information Assurance Certification (GIAC) relevant to information security professionals, including auditors. The course offerings and accompanying certifications match the growing demands of students, new threats, and new technologies. GIAC certifications are grouped by subject matter and level of difficulty. Some are full certifications that accompany five-to six-day training courses, while others are certificates related to one-to two-day courses. Certificates are less involved but more intensely focused than certifications.

Also of interest and benefit to all categories of IT auditor are the materials provided by the Information Systems Audit and Control Association (ISACA). ISACA offers standards, guidelines, and procedures for IT audit professionals; technical research focused on IT audit topics; the Certified Information Systems Auditor (CISA) certification, earned by more than 35,000 individuals worldwide; and publications, education, and conferences targeted to IT audit professionals.

*Note: The “Three Categories of IT Knowledge for Internal Auditors” document is not part of The IIA's Standards, but is practical guidance provided by The IIA's International Advanced Technology Committee.
15.1 COSO
Formed in 1985, COSO is an independent private-sector initiative that studied the factors that can lead to fraudulent financial reporting and developed recommendations for public companies and their independent auditors, the SEC and other regulators, and educational institutions. COSO produced the Internal Control – Integrated Framework Appendix E, (See page 36), a widely accepted tool for both management and auditors, in September 2004, and it published Enterprise Risk Management – Integrated Framework in fall 2004. Details of both frameworks can be found at http://www.coso.org.

15.2 CICA CoCo
The Canadian Institute of Chartered Accountants (CICA) produced the Criteria of Control Framework (CoCo) in 1992 to address public and institutional concerns that the traditional view of control was no longer effective in preventing corporate failures. The mission of CoCo is to improve organizational performance and decision making through better understanding of control, risk, and governance. Moreover, the framework provides a basis for making judgments about the effectiveness of control.

In 1995, Guidance on Control was produced, which describes the CoCo framework and defines control in a way that goes beyond the traditional internal control over financial reporting. The CoCo model is a way of focusing on the future of an organization to ensure it is in control by having a clear sense of shared purpose, collective commitment to achieve that purpose, the resources it needs to do the job, and the ability to learn from experience.

15.3 CICA IT Control Guidelines
The IT Control Guidelines, published by the CICA, is a reference source for evaluating IT controls. It is organized in a manner that is easy to use and written in straightforward business language.

15.4 ITGI Control Objectives for Information and Related Technology (CobiT)
Established in 1998, the IT Governance Institute (ITGI) provides guidance on current and future issues related to IT governance, security and assurance. The ITGI’s leading guidance publication is Control Objectives for Information Technology (CobiT) (See Appendix F). ITGI’s CobiT provides a reference framework and common language across the entire information systems life cycle for IS and business leaders and IS audit, control, and security practitioners. CobiT is one of the most popular and internationally accepted set of guidance materials for IT governance.

15.5 ISO 17799 (Code of Practice for Information Security Management)
ISO/IEC 17799:2000(E), promulgated by the International Organization for Standardization (ISO) and the International Electrotechnical Commission (IEC), defines information security principles that ultimately can provide assurance to trading partners and regulators that an organization’s information is protected properly. Derived from the British Standards Institution’s BS 7799 standard, the Code of Practice for Information Security Management is built around specific security elements required within 10 areas, including physical and environmental security, communication and operational management, and access control. Although as a code of practice, ISO/IEC 17799:2000 provides guidance and recommendations, it is not intended to be a specification, and care should be taken to ensure that claims of compliance are not misleading.

The original BS 7799 standard has two parts:
• Part 1 is the Code of Practice and is identical to ISO/IEC 17799:2000.
• Part 2 is a specification for implementing an information security management system (ISMS).

To comply with BS 7799 Part 2 (BS 7799-2:2002) an organization’s installed ISMS must conform to the set of requirements described in the standard, which are in the form of shall statements. Third-party bodies have been accredited to certify, or register, organizations to BS 7799-2:2002.

15.5.1 What Is Information Security?
BS 7799 treats information as an asset, which like other important business assets, has value to an organization and consequently needs to be protected. Information security protects information from a wide range of threats to ensure business continuity, minimize business damage, and maximize return on investments and business opportunities.

Information can exist in many forms: printed or written on paper, stored electronically, transmitted by post or using electronic means, shown on films, or spoken in conversation. Whatever form the information takes, or means by which it is shared or stored, BS 7799 indicates that it always should be protected appropriately.

Information security is characterized within BS 7799 as the preservation of:
• Confidentiality – ensuring that information is accessible only to those authorized to have access.
• Integrity – safeguarding the accuracy and completeness of information and processing methods.
• Availability – ensuring that authorized users have access to information and associated assets when required.

Information security is achieved by implementing a suitable set of controls from BS 7799, which could be policies, practices, procedures, organizational structures, and software functions. These controls should be established to ensure the specific security objectives of the organization are met.

15.5.2 How to Establish Security Requirements
BS 7799 states that it is essential that an organization
identify its security requirements. There are three main sources:

- Assessing risks to the organization. BS 7799 does not prescribe a methodology.
- The legal, statutory, regulatory, and contractual requirements that an organization, its trading partners, contractors, and service providers have to satisfy.
- The particular set of principles, objectives, and requirements for information processing that an organization has developed to support its operations.

15.5.3 Assessing Security Risks
BS 7799 suggests that security requirements be identified by a methodical assessment of security risks. Expenditure on controls should be balanced against the business harm likely to result from security failures. The process of assessing risks and selecting controls may need to be performed a number of times to cover different parts of the organization or individual information systems, and it is important to review security risks and implemented controls periodically.

15.5.4 Selecting Controls
Once security requirements have been identified, controls from BS 7799 should be selected and implemented to ensure risks are reduced to an acceptable level. Controls should be selected based on the cost of implementation in relation to the risks being reduced and the potential losses if a security breach occurs. Nonmonetary factors, such as loss of reputation, should also be taken into account. For more information on BS 7799, see [http://www.bs7799-iso17799.com/](http://www.bs7799-iso17799.com/).

15.5.5 Topics Addressed in BS 7799
1. Scope.
2. Terms and definitions.
3. Security policy:
   - 3.1 Information security policy document.
   - 3.2 Review and evaluation.
4. Security organization:
   - 4.1 Information security infrastructure.
   - 4.2 Security of third-party access.
   - 4.3 Outsourcing.
5. Asset classification and control:
   - 5.1 Accountability for assets.
   - 5.2 Information classification.
6. Personnel security:
   - 6.1 Security in job definition and resourcing.
   - 6.2 User training.
   - 6.3 Responding to security incidents and malfunctions.
7. Physical and environmental security:
   - 7.1 Secure areas.
   - 7.2 Equipment security.
   - 7.3 General control.
8. Communications and operations management:
   - 8.1 Operational procedures and responsibilities.
   - 8.2 System planning and acceptance.
   - 8.3 Protection against malicious software.
   - 8.4 Housekeeping.
   - 8.5 Network management.
   - 8.6 Media handling and security.
   - 8.7 Exchanges of information and software.
9. Access control:
   - 9.1 Business requirement for access control.
   - 9.2 User access management.
   - 9.3 User responsibilities.
   - 9.4 Network access control.
   - 9.5 Operating system access control.
   - 9.6 Application access control.
   - 9.7 Monitoring system access and use.
   - 9.8 Mobile computing and teleworking.
10. Systems development and maintenance:
    - 10.1 Security requirements of systems.
    - 10.2 Security in application systems.
    - 10.3 Cryptographic controls.
    - 10.4 Security of system file.
    - 10.5 Security in development and support processes.
11. Business continuity management:
    - 11.1 Business continuity management process.
12. Compliance:
    - 12.1 Compliance with legal requirements.
    - 12.2 Reviews of security policy and technical compliance.
    - 12.3 System audit considerations.

15.6 ISF Standard of Good Practice for Information Security
The Information Security Forum (ISF) Standard of Good Practice for Information Security aims at managing the risks associated with every aspect of information systems, irrespective of an organization’s market sector, size, or structure. The standard prepared by ISF’s global working groups is a publicly available document split into five key areas: security management, critical business applications, computer installations, networks, and systems development. For more information and details, see [http://www.isfsecuritystandard.com](http://www.isfsecuritystandard.com).

15.7 Generally Accepted Information Security Principles (GAISP)
The Generally Accepted Information Security Principles (GAISP) culls best practice from all other similar frameworks. Developed in 1991 as the Generally Accepted System Security Principles, GAISP provides a comprehensive hierarchy of guidance for securing information and supporting technology, including:

- **Pervasive Principles** – board-level guidance.
- **Broad Functional Principles** – designed for executive-level information management (exposure draft distributed September 1999).
15.7.1 Pervasive Principles
The Pervasive Principles address the confidentiality, integrity, and availability of information. They provide general guidance to establish and maintain the security of information and supporting technology.

- **Accountability Principle** — Information security accountability and responsibility must be defined clearly and acknowledged.  
  **Rationale** — Accountability characterizes the ability to audit the actions of all parties and processes that interact with information. Roles and responsibilities should be clearly defined, identified, and authorized at a level commensurate with the sensitivity and criticality of information. The relationship between all parties, processes, and information must be defined clearly, documented, and acknowledged by all parties. All parties must have responsibilities for which they are held accountable.

- **Awareness Principle** — All parties with a need to know — including, but not limited to, information owners and information security practitioners — should have access to available principles, standards, conventions, or mechanisms for securing information and information systems, and should be informed of applicable threats to the security of information.  
  **Rationale** — This principle applies between and within organizations. Awareness of information security principles, standards, conventions, and mechanisms enhances and enables controls and can help to mitigate threats. Awareness of threats and their significance also increases user acceptance of controls. Without awareness of the necessity for particular controls, users can pose a risk to information by ignoring, bypassing, or overcoming existing control mechanisms. The awareness principle applies to unauthorized and authorized parties.

- **Ethics Principle** — Information should be used and information security should be administered in an ethical manner.  
  **Rationale** — Information systems pervade our societies. Rules and expectations are evolving with regard to the appropriate provision and use of information systems and the security of information. Use of information and information systems should match the expectations established by social norms and obligations.

- **Multidisciplinary Principle** — Principles, standards, conventions, and mechanisms for securing information and information systems should address the considerations and viewpoints of all interested parties.  
  **Rationale** — Information security is achieved by the combined efforts of information owners, users, custodians, and information security personnel. Decisions made with due consideration of all relevant viewpoints and technical capabilities can enhance information security and receive better acceptance.

- **Proportionality Principle** — Information security controls should be proportionate to the risks of modification, denial of use, or disclosure of information.  
  **Rationale** — Security controls should be commensurate with the value and vulnerability of information assets. Consider the value, sensitivity, and criticality of the information, as well as the probability, frequency, and severity of direct and indirect harm or loss. This principle recognizes the value of approaches to information security ranging from prevention to acceptance.

- **Integration Principle** — Principles, standards, conventions, and mechanisms for the security of information should be coordinated and integrated with each other and with the organization's policies and procedures to create and maintain security throughout an information system.  
  **Rationale** — Many information security breaches involve the compromise of more than one safeguard. The most effective control measures are components of an integrated system of controls. Information security is most efficient when planned, managed, and coordinated throughout the organization's system of controls and the life of the information.

- **Timeliness Principle** — All accountable parties should act in a timely, coordinated manner to prevent or respond to breaches of, and threats to, the security of information and information systems.  
  **Rationale** — Organizations should be able to coordinate and act swiftly to prevent or mitigate threat
events. This principle recognizes the need for the public and private sectors to jointly establish mechanisms and procedures for rapid and effective threat-event reporting and handling. Access to threat-event history could support effective response to threat events and may help prevent future incidents.

- **Assessment Principle** – The risks to information and information systems should be assessed periodically.

**Rationale** – Information and security requirements vary over time. Organizations periodically should assess the information, its value, and the probability, frequency, and severity of direct and indirect harm or loss. Periodic assessment identifies and measures the variances from available and established security measures and controls, such as those articulated in the GAISP, as well as the risk associated with such variances. It also enables accountable parties to make informed information risk management decisions about accepting, mitigating, or transferring the identified risks with due consideration of cost effectiveness.

- **Equity Principle** – Management shall respect the rights and dignity of individuals when setting policy and when selecting, implementing, and enforcing security measures.

**Rationale** – Information security measures implemented by an organization should not infringe upon the obligations, rights, and needs of legitimate users, owners, and others affected by the information when exercised within the legitimate parameters of the mission objectives.

### 15.8 AICPA/CICA Trust Services, Principles and Criteria

The American Institute of Certified Public Accountants (AICPA) Assurance Services Executive Committee and the CICA Assurance Services Development Board developed the Trust Services Principles and Criteria to address the risks and opportunities of IT. Trust Services Principles and Criteria set out broad statements of principles and identify specific criteria that should be achieved to meet each principle. The principles are broad statements of objectives. Criteria are benchmarks used to measure and present the subject matter. In the Trust Services Principles and Criteria, the criteria are supported by a list of illustrative controls. The Trust Services Principles and Criteria are organized into four broad areas:

- **Policies** – The organization has defined and documented its policies relevant to the particular principle.
- **Communications** – The organization has communicated its defined policies to authorized users.
- **Procedures** – The organization uses procedures to achieve its objectives in accordance with its defined policies.
- **Monitoring** – The organization monitors the system and takes action to maintain compliance with its defined policies.

Following are summaries of the Trust Services Security, Availability, Processing Integrity, Privacy, Confidentiality, and Certification Authority Principles and Criteria. The Trust Services Principles and Criteria can be used to deliver branded SysTrust and WebTrust engagements, which are assurance services designed for a wide variety of IT-based systems. Upon attainment of an unqualified assurance report, the organization would be entitled to display a SysTrust or WebTrust Seal and accompanying auditor’s report. In addition, the framework can be used to provide advisory and consulting services. For a detailed listing of the Trust Services Principles and Criteria, see [http://www.aicpa.org/ trustservices](http://www.aicpa.org/trustservices).

#### 15.8.1 Security Principle – The system is protected against unauthorized access (both physical and logical).

In e-commerce and other systems, the respective parties must ensure that information provided is available only to those individuals who need access to complete the transaction or services to follow up on questions or issues that may arise. Information provided through these systems is susceptible to unauthorized access during transmission and while it is stored on the other party’s systems. Limiting access to the system components helps prevent potential abuse of the system, theft of resources, misuse of software, and improper access to, or use, alteration, destruction, or disclosure of information. Key elements for protecting system components include permitting authorized access and preventing unauthorized access to those components.

#### 15.8.2 Availability Principle – The system is available for operation and use as committed or agreed.

The availability principle refers to the accessibility to the system, products, or services as advertised or committed by contract or by service-level and other agreements. This principle does not, in itself, set a minimum-acceptable performance level for system availability. Instead, the minimum performance level is established by mutual agreement (contract) between the parties.

Although system availability, functionality, and usability are connected, the availability principle does not address system functionality (the specific functions a system performs) and system usability (the ability of users to apply system functions to specific tasks or problems). It does

---

1 The term policies refers to written statements that communicate management’s intent, objectives, requirements, responsibilities, and standards for a particular subject. Some policies may be described explicitly as such, being contained in policy manuals or similarly labeled documents. However, some policies may be contained in documents without such explicit labeling, including for example, notices or reports to employees or outside parties. 
address system availability, which relates to whether or not the system is accessible for processing, monitoring, and maintenance.

15.8.3 Processing Integrity Principle – System processing is complete, accurate, timely, and authorized.

Processing integrity exists if a system performs its intended function in an unimpaired manner, free from unauthorized or inadvertent manipulation. Completeness generally indicates that all transactions and services are processed or performed without exception, and that transactions and services are not processed more than once. Accuracy includes assurances that key information associated with the submitted transaction will remain accurate throughout the processing of the transaction and that the transaction or services are processed or performed as intended. The timeliness of the provision of services or the delivery of goods is addressed in the context of commitments made for such delivery. Authorization includes assurances that processing is performed in accordance with the required approvals and privileges defined by policies governing system processing.

The risks associated with processing integrity are that the party initiating the transaction will not complete the transaction or provide the service correctly and in accordance with the desired or specified request. Without appropriate processing-integrity controls, the buyer may not receive the goods or services ordered, may receive more than requested, or may receive the wrong goods or services altogether. However, if appropriate processing-integrity controls exist and are operational within the system, the buyer can be reasonably assured of receiving the correct goods and services in the correct quantity and price by the promised date. Processing integrity addresses all of the system components including procedures to initiate, record, process, and report the information, product, or service that is the subject of the engagement. The nature of data input in e-commerce systems typically involves the user entering data directly over Web-enabled input screens or forms, whereas in other systems, the nature of data input can vary significantly. Because of this difference in data-input processes, the nature of controls over the completeness and accuracy of data input in e-commerce systems may be somewhat different than for other systems.

Processing integrity differs from data integrity because it does not imply automatically that the information stored by the system is complete, accurate, current, and authorized. If a system processes information from sources outside of the system’s boundaries, an organization can establish only limited controls over the completeness, accuracy, authorization, and timeliness of the information submitted for processing. Errors that may have been introduced into the information and control procedures at external sites typically are beyond the organization’s control. When the information source is excluded explicitly from the description of the system that defines the engagement, it is important to detail that exclusion in the system description. In other situations, the data source may be an inherent part of the system being examined, and controls over the completeness, accuracy, authorization, and timeliness of information submitted for processing would be included in the scope of the system as described.

15.8.4 Privacy Principle and Components – Personal information is collected, used, retained, and disclosed in conformity with the commitments in the organization's privacy notice and with the AICPA/CICA Trust Services Privacy Criteria.

The Privacy Principle contains 10 components and related criteria that are essential to the proper protection and management of personal information. These privacy components and criteria are based on fair information practices included in privacy laws and regulations of various jurisdictions around the world and many recognized good privacy practices. The privacy components are:

- **Management** – The organization defines, documents, communicates, and assigns accountability for its privacy policies and procedures.
- **Notice** – The organization provides notice about its privacy policies and procedures and identifies the purposes for which personal information is collected, used, retained, and disclosed.
- **Choice and consent** – The organization describes the choices available to the individual and obtains implicit or explicit consent with respect to the collection, use, and disclosure of personal information.
- **Collection** – The organization collects personal information only for the purposes identified in the notice.
- **Use and retention** – The organization limits the use of personal information to the purposes identified in the notice and for which the individual has provided implicit or explicit consent. The organization retains personal information only as long as necessary to fulfill the stated purposes.
- **Access** – The organization provides individuals with access to their personal information for review and update.
- **Disclosure to third parties** – The organization discloses personal information to third parties only for the purposes identified in the notice and with the implicit or explicit consent of the individual.
- **Security** – The organization protects personal information against unauthorized access, both physical and logical.
- **Quality** – The organization maintains accurate,

*Although some privacy regulations use the term principle, the term component is used in the AICPA/CICA Trust Services Principles and Criteria Framework to represent that concept, because the term principle previously has been defined in the Trust Services literature.*
complete, and relevant personal information for the purposes identified in the notice.

- Monitoring and enforcement – The organization monitors compliance with its privacy policies and procedures and has processes to address privacy-related complaints and disputes.

15.8.5 Confidentiality Principle – Information designated as “confidential” is protected as committed or agreed.

The confidentiality principle focuses on information designated “confidential.” There is no widely recognized definition of confidential information, unlike personally identifiable information, which many countries currently are defining through regulation. In the course of communicating and transacting business, partners often exchange information they require to be maintained on a confidential basis. In most instances, the respective parties wish to ensure that the information they provide is available only to those individuals who need access to complete the transaction or resolve any questions that arise. To enhance business partner confidence, it is important to inform the partner about the organization’s confidentiality practices, including those for providing authorized access to, use of, and sharing of information designated as confidential.

Information that may be subject to confidentiality includes:

- Transaction details.
- Engineering drawings.
- Business plans.
- Banking information about businesses.
- Inventory availability.
- Bid or ask prices.
- Price lists.
- Legal documents.
- Client and customer lists.
- Revenue by client and industry.

Unlike personal information, there are no defined rights for accessing confidential information to ensure its accuracy and completeness. Interpretations of what is considered confidential information can vary significantly from business to business and are driven by contractual arrangements in most cases. As a result, those engaged in business relationships need to understand what information will be maintained on a confidential basis and what, if any, rights of access or other expectations an organization might have for updating that information to ensure its accuracy and completeness.

Information that is provided to another party is susceptible to unauthorized access during transmission and while it is stored on the other party's computer systems. For example, an unauthorized party may intercept business partner profile information and transaction and settlement instructions while they are being transmitted. Controls such as encryption can be used to protect the confidentiality of this information during transmission, while firewalls and rigorous access controls can help protect the information while it is stored on computer systems.

15.8.6 Certification Authority (CA) Principle

The certification authority discloses its key and certificate life cycle-management business and information privacy practices and provides its services in accordance with these practices. This includes the concepts of CA business-practice disclosures, service integrity, and environmental controls.
The COSO Internal Control – Integrated Framework is recognized as a formal model for the purpose of Sarbanes-Oxley attestation by the SEC and provides a hierarchical categorization of controls. In addition, the audit standard from the PCAOB states:

“Because of the frequency with which management of public companies is expected to use COSO as the framework for the assessment, the directions in the standard are based on the COSO framework. Other suitable frameworks have been published in other countries and likely will be published in the future. Although different frameworks may not contain exactly the same elements as COSO, they should have elements that encompass all of COSO’s general themes.”


This appendix describes the earlier framework, which is the version referenced for regulatory compliance. Nonetheless, the CAE should investigate the Enterprise Risk Management – Integrated Framework.

### 16.1 COSO Definition of Internal Control

COSO defines internal control [http://www.coso.org](http://www.coso.org) as “a process, effected by an organization’s board of directors, management, and other personnel, designed to provide reasonable assurance regarding the achievement of objectives in the following categories:

- Effectiveness and efficiency of operations.
- Reliability of financial reporting.
- Compliance with applicable laws and regulations.

These distinct, but overlapping, categories address different needs such that each require a directed focus. The first category addresses an entity’s basic business objectives, including performance and profitability goals and safeguarding of resources, which are impacted greatly by the use of IT.

The second category relates to the preparation of reliable published financial statements, including interim and condensed financial statements, as well as earnings releases and other selected publicly reported financial data derived from such statements. IT systems frequently produce such reports, and the controls over these systems play a major part in the level of internal control.

The third category deals with complying with those laws and regulations to which the entity is subject.

Internal control systems operate at different levels of effectiveness. Internal control can be judged effective in each of the three categories if the board of directors and management have reasonable assurance that:

- They understand the extent to which the entity’s operations objectives are being achieved.
- Published financial statements are being prepared reliably.
- There is compliance with applicable laws and regulations.

Although internal control is a process, its effectiveness is a state or condition of the process at one or more points in time.

### 16.2 COSO Internal Control – Integrated Framework

Internal control consists of five interrelated components that are derived from the way management runs a business and are integrated with the management process. Although the components apply to all entities, small and mid-size organizations may implement them differently than large enterprises. A small organization’s controls may be less formal and less structured, yet it can still have effective internal control. The components are:

#### 16.2.1 Control Environment

The control environment sets the tone for an organization, influencing the control consciousness of its people, establishing the foundation for all other components of internal control, and providing discipline and structure. Control environment factors include the integrity, ethical values, and competence of the entity’s people; management’s philosophy and operating style; the way management assigns authority and responsibility and organizes and develops its people; and the attention and direction provided by the board of directors.

#### 16.2.2 Risk Assessment

Every entity faces a variety of risks from external and internal sources that must be assessed. A precondition to risk assessment is the establishment of objectives that are linked at different levels and are consistent internally. Risk assessment identifies and analyzes the relevant risks to achieving these objectives and forms a basis for determining how the risks should be managed. Because economic, industry, regulatory, and operating conditions will continue to change, organizations need mechanisms to identify and deal with the special risks associated with change.

#### 16.2.3 Control Activities

Control activities are the policies and procedures that help ensure management directives are carried out and that necessary actions are taken to address risks to achieving these objectives. Control activities occur throughout the organization, at all levels and in all functions. They include a range of activities as diverse as approvals, authorizations, verifications, reconciliations, reviews of operating performance, security of assets, and segregation of duties.

#### 16.2.4 Information and Communication

Pertinent information must be identified, captured, and communicated in a form and time frame that enables people to perform their responsibilities. Information systems produce reports containing operational, financial, and compliance-related information that make it possible to run and
control the business. They deal not only with internally generated data, but also with information about external events, activities, and conditions necessary for informed business decision-making and external reporting. Effective communication must also occur in a broader sense, flowing down, across, and up the organization. All personnel must receive a clear message from top management that control responsibilities have to be taken seriously. They need to understand their own role in the internal control system, as well as how individual activities relate to the work of others. They must have a means of communicating significant information upstream. There also needs to be effective communication with external parties, such as customers, suppliers, regulators, and shareholders.

16.2.5 Monitoring

Internal control systems need to be monitored to assess the quality of their performance over time. This is accomplished through ongoing monitoring activities, separate evaluations, or a combination of the two. Ongoing monitoring occurs in the course of operations and includes regular management and supervisory activities and other actions personnel take in performing their duties. The scope and frequency of separate evaluations will depend primarily on an assessment of risks and the effectiveness of ongoing monitoring procedures. Internal control deficiencies should be reported upstream, with serious matters reported to top management and the board.

There is synergy and linkage among the components, forming an integrated system that reacts dynamically to changing conditions. The internal control system is intertwined with the entity’s operating activities and exists for fundamental business reasons. Internal control is most effective when controls are built into the entity’s infrastructure and are a part of the essence of the enterprise. Built-in controls support quality and empowerment initiatives, avoid unnecessary costs, and enable quick response to changing conditions.

There is a direct relationship between the three COSO categories (effectiveness, reliability, compliance) of objectives — which are what an entity strives to achieve — and the components needed to achieve the objectives. All components are relevant to each objectives category. When looking at any one category — the effectiveness and efficiency of operations, for instance — all five components must be present and functioning effectively to conclude that internal control over operations is effective.

The internal control definition — with its underlying fundamental concepts of a process, affected by people, providing reasonable assurance — together with the categorization of objectives, and the components and criteria for effectiveness, the associated discussions, constitute this internal control framework.
Organizations must satisfy the quality, fiduciary, and security requirements for their information, as for all assets. Management must also optimize the use of available resources, including data, application systems, technology, facilities, and people. To discharge these responsibilities, as well as to achieve its objectives, management must establish an adequate system of internal control. Thus, an internal control system or framework must be in place to support the business processes, and it must be clear how each individual control activity satisfies the information requirements and impacts the resources. Impact on IT resources is highlighted in the CobiT framework together with the business requirements for effectiveness, efficiency, confidentiality, integrity, availability, compliance, and reliability of information that need to be satisfied. Control, which includes policies, organizational structures, practices, and procedures, is management's responsibility. Management, through its corporate and IT governance, must ensure that due diligence is exercised by all individuals involved in the management, use, design, development, maintenance, or operation of information systems.

Business orientation is the main theme of CobiT. It is designed not only to be employed by users and auditors, but also, and more importantly, as a comprehensive checklist for business process owners. Increasingly, business practice involves the full empowerment of business process owners so they have total responsibility for all aspects of the business process. In particular, this includes providing adequate controls. The CobiT framework provides a tool for the business process owner that facilitates the discharge of this responsibility. The framework starts from a simple and pragmatic premise: In order to provide the information that the organization needs to achieve its objectives, IT resources need to be managed by a set of naturally grouped processes.

CobiT continues with a set of 34 high-level control objectives, one for each of the IT processes, grouped into four domains: Plan and Organize, Acquire and Implement, Deliver and Support, and Monitor and Evaluate.

**Plan and Organize** – This domain covers strategy and tactics, and concerns the identification of the way IT can best contribute to the achievement of business objectives.

1. Define a strategic IT plan.
2. Define the information architecture.
3. Determine the technological direction.
4. Define the IT organization and relationships.
5. Manage the IT investment.
6. Communicate management aims and direction.
7. Manage human resources.
8. Ensure compliance with external requirements.
10. Manage projects.
11. Manage quality.

**Acquire and Implement** – To realize the IT strategy, IT solutions need to be identified, developed, or acquired, as well as implemented and integrated into the business process. In addition, changes in, and maintenance of, existing systems are covered by this domain to make sure that the life cycle is continued for these systems.

12. Identify automated solutions.
13. Acquire and maintain application software.
14. Acquire and maintain technology architecture.
15. Develop and maintain IT procedures.
16. Install and accredit systems.
17. Manage changes.

**Deliver and Support** – This domain is concerned with the actual delivery of required services, which range from traditional operations over security and continuity aspects to training. This domain includes the actual processing of data by application systems.

18. Define and manage service levels.
19. Manage third-party services.
21. Ensure continuous service.
22. Ensure systems security.
23. Identify and allocate costs.
24. Educate and train users.
25. Assist and advise IT customers.
26. Manage the configuration.
27. Manage problems and incidents.
28. Manage data.
29. Manage facilities.
30. Manage operations.

**Monitor and Evaluate** – All IT processes need to be assessed regularly over time for their quality and compliance with control requirements. This domain thus addresses management’s oversight of the organization’s control process and independent assurance provided by internal and external auditing or obtained from alternative sources.

31. Monitor the processes.
32. Assess internal control adequacy.
33. Obtain independent assurance.
34. Provide for independent audit.

This structure covers all aspects of information and the technology that supports it. By addressing these 34 high-level control objectives, the business process owner can ensure that an adequate control system is provided for the IT environment.

CobiT is comprised of:
- An executive summary, which provides an overview of CobiT’s issues and foundational premise*
- CobiT framework, which describes in detail the high-level IT control objectives and identifies the business requirements for information and IT resources primarily impacted by each control objective.
- Control objectives, statements of the desired results or purposes to be achieved by implementing the specific, detailed control objectives*
- Audit guidelines, suggested audit steps corresponding to each of the IT control objectives.
• An implementation tool set, which provides lessons learned from those organizations that successfully applied CobiT in their work environments and several tools to help management assess their control environment related to information and IT resources.
• Management guidelines, which are composed of maturity models, to help determine the stages and expectation levels of control; critical success factors, to identify the most important actions for achieving control over the IT processes; key goal indicators, to define target levels of performance; and key performance indicators, to measure whether an IT control process is meeting its objective.*

* Designated by the IT Governance Institute (ITGI) and ISACA as an open standard, this portion of CobiT may be downloaded from [http://www.itgi.org](http://www.itgi.org) and [http://www.isaca.org](http://www.isaca.org).

CobiT, now in its third edition and available in hard copy or interactive online format (CobiT Online), increasingly is accepted internationally as good practice for control over information, IT, and related risks. Its guidance enables an enterprise to implement effective governance over the IT that is pervasive and intrinsic throughout the enterprise.
The following metrics descriptions are taken from the Corporate Information Security Working Group (CISWG) draft report of the Best Practices and Metrics teams, November 17, 2004. During Phase I of the CISWG, convened in November 2003 by Rep. Adam Putnam (R-FL), the Best Practices team surveyed available information security guidance. It concluded in its March 2004 report that much of this guidance is expressed at a relatively high level of abstraction and therefore is not useful immediately as actionable guidance without significant and often costly elaboration. A one-page listing of Information Security Program Elements regarded as essential content for comprehensive enterprise management of information security was created, upon which it was hoped future actionable guidance could be built for use by a wide variety of organizations.

The Best Practices and Metrics teams of CISWG Phase II, convened in June 2004, were charged with expanding on the work of Phase I by refining the Information Security Program Elements and developing metrics to support each of the elements. The goal was to develop a resource that would help board members, managers, and technical staff establish a comprehensive structure of principles, policies, processes, controls, and performance metrics to support the people, process, and technology aspects of information security.

These generic metrics can be used as the basis for determining regular reporting requirements for the audit committee, although they are not meant to be a “one-size-fits-all” solution.

The Information Security Program Elements and Supporting Metrics are intended to enable boards, management, and technical staff to monitor the status and progress of their organization’s information security program over time. Each organization should thoughtfully consider which program elements and metrics might be helpful in its own circumstances. It should then set its own implementation priorities and establish an appropriate policy, process, and control structure. Larger and more complex organizations will create policies, processes, and controls in each program element that inevitably will be more extensive than those a smaller organization might choose to implement.

18.1 Metrics for Boards of Directors/Trustees

Establishing a competent information security program requires board members to devote attention to certain program elements. Board members can use the following metrics as part of their information security responsibilities. Board members generally should find the best target value for each metric — higher or lower — to be self-evident.

- Overseer risk management and compliance programs pertaining to information security.
  - Percentage of key information assets for which a comprehensive strategy has been implemented to mitigate information security risks as necessary and to maintain these risks within acceptable thresholds.
  - Percentage of key organizational functions for which a comprehensive strategy has been implemented to mitigate information security risks as necessary and to maintain these risks within acceptable thresholds.
  - Percentage of key external requirements for which the organization has been deemed to be in compliance by an objective audit or other means.

- Approve and adopt broad information security program principles and approve assignment of key managers responsible for information security.
  - Percentage of information security program principles for which approved policies and controls have been implemented by management.

- Strive to protect the interests of all stakeholders who depend on information security.
  - Percentage of board meetings and/or designated committee meetings for which information security is on the agenda.
  - Percentage of security incidents that caused damage, compromise, or loss beyond established thresholds to the organization’s assets, functions, or stakeholders.

- Estimated damage or loss in dollars resulting from all security incidents in each of the past four reporting periods.

- Review information security policies regarding strategic partners and other third parties.
  - Percentage of strategic partner and other third-party relationships for which information security requirements have been implemented in agreements.

- Strive to ensure business continuity.
  - Percentage of organizational units with an established business-continuity plan.

- Review provisions for internal and external audits of the information security program.
  - Percentage of required internal and external audits completed and reviewed by the board.
  - Percentage of audit findings that have not been resolved.

- Collaborate with management to specify the information security metrics to be reported to the board.

18.2 Metrics for Management

The following program elements and metrics are intended to help management implement the information security goals
and policies established by the board as part of an effective information security program:

- Establish information security management policies and controls and monitor compliance.
  - Percentage of information security program elements for which approved policies and controls are operational.
  - Percentage of staff assigned responsibilities for information security policies and controls who have acknowledged accountability for their responsibilities in connection with those policies and controls.
  - Percentage of information security policy compliance reviews that noted violations.
  - Percentage of business-unit heads and senior managers who have implemented operational procedures to ensure compliance with approved information security policies and controls.
- Assign information security roles, responsibilities, and required skills, and enforce role-based, information-access privileges.
  - Percentage of new employees hired this reporting period who satisfactorily completed security-awareness training before being granted network access.
  - Percentage of employees who have completed periodic security-awareness refresher training as required by policy.
  - Percentage of position descriptions that define the information security roles, responsibilities, skills, and certifications for:
    + Security managers and administrators.
    + IT personnel.
    + General staff system users.
  - Percentage of job performance reviews that evaluate information security responsibilities and policy compliance.
  - Percentage of user roles, systems, and applications that comply with the separation-of-duties principle.
- Number of individuals with access to security software who are not trained and authorized security administrators.
- Number of individuals who are able to assign security privileges for systems and applications who are not trained and authorized security administrators.
  - Percentage of users whose access privileges have been reviewed this reporting period, including:
    + Employees with high-level system and application privileges.
    + All other employees.
    + Contractors.
    + Vendors.
    + Terminated employees and contractors.
  - Percentage of users who have undergone background checks.
- Assess information risks, establish risk thresholds, and actively manage risk mitigation.
  - Percentage of critical information assets and information-dependent functions for which some form of risk assessment has been performed and documented as required by policy.
  - Percentage of critical assets and functions for which the cost of compromise — loss, damage, disclosure, or disruption of access — has been quantified.
  - Percentage of identified risks that have a defined risk mitigation plan against which status is reported in accordance with policy.
- Ensure implementation of information security requirements for strategic partners and other third parties.
  - Percentage of known information security risks that are related to third-party relationships.
  - Percentage of critical information assets or functions to which third-party personnel have been given access.
  - Percentage of third-party personnel with current information access privileges who a designated authority has deemed to have continued need for access in accordance with policy.
  - Percentage of systems with critical information assets or functions that are connected to third-party systems electronically.
  - Percentage of security incidents that involve third-party personnel.
  - Percentage of third-party agreements that include or demonstrate external verification of policies and procedures.
  - Percentage of third-party relationships that have been reviewed for compliance with information security requirements.
  - Percentage of out-of-compliance review findings that have been corrected since the last review.
- Identify and classify information assets.
  - Percentage of information assets that have been reviewed and classified by the designated owner in accordance with the classification scheme established by policy.
  - Percentage of information assets with defined access privileges that have been assigned based on role and in accordance with policy.
  - Date when the asset inventory was last updated.
- Implement and test business-continuity plans.
  - Percentage of organizational units with a documented business-continuity plan for which specific responsibilities have been assigned.
  - Percentage of business-continuity plans that have been reviewed, exercised and tested, and updated in accordance with policy.
- Approve information systems architecture during acquisition, development, operations, and maintenance.
  - Percentage of information security risks related to
systems architecture identified in the most recent risk assessment that have been mitigated adequately.

- Percentage of system architecture changes — additions, modifications, or deletions — that were reviewed for security impacts, approved by the appropriate authority, and documented via change-request forms.
- Percentage of critical information assets or functions residing on systems that are out of compliance with the approved systems architecture.

- Protect the physical environment.
  - Percentage of critical organizational information assets and functions that have been reviewed from the perspective of physical risks such as controlling physical access and physical protection of backup media.
  - Percentage of critical organizational information assets and functions exposed to physical risks for which risk mitigation actions have been implemented.
  - Percentage of critical assets that have been reviewed from the perspective of environmental risks such as temperature, fire, and flooding.
  - Percentage of servers in locations with controlled physical access.
  - Percentage of information security requirements of applicable laws and regulations that are included in the internal and external audit program and schedule.
  - Percentage of information security audits conducted in compliance with the approved internal and external audit program and schedule.
  - Percentage of management actions in response to audit findings and recommendations that were implemented as agreed upon regarding timeliness and completeness.

- Collaborate with security personnel to specify the information security metrics to be reported to management.
CAEs can use this checklist to examine their IT control framework to ensure the organization has addressed all control elements. The checklist can help the CAE understand the issues and plan for full internal audit coverage of the control areas.

<table>
<thead>
<tr>
<th>Action</th>
<th>Questions</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Identify the IT control environment of the organization, including:</td>
<td>1. Do corporate policies and standards that describe the need for IT controls exist?</td>
</tr>
<tr>
<td>a. Values.</td>
<td></td>
</tr>
<tr>
<td>b. Philosophy.</td>
<td>2. What legislation exists that impacts on the need for IT controls?</td>
</tr>
<tr>
<td>c. Management style.</td>
<td>3. Has management taken steps to ensure compliance with this legislation?</td>
</tr>
<tr>
<td>d. IT awareness.</td>
<td></td>
</tr>
<tr>
<td>e. Organisation.</td>
<td></td>
</tr>
<tr>
<td>f. Policies.</td>
<td></td>
</tr>
<tr>
<td>g. Standards.</td>
<td></td>
</tr>
<tr>
<td>2. Identify relevant legislation and regulation impacting IT control</td>
<td>4. Have all the relevant responsibilities for IT controls been allocated to individual roles?</td>
</tr>
<tr>
<td>such as:</td>
<td>5. Is the allocation of responsibilities compatible with the need to apply division of duties?</td>
</tr>
<tr>
<td>a. Governance.</td>
<td>6. Are IT responsibilities documented?</td>
</tr>
<tr>
<td>b. Reporting.</td>
<td>7. Are IT control responsibilities communicated to the whole organization?</td>
</tr>
<tr>
<td>c. Data protection.</td>
<td>8. Do individual role holders clearly understand their responsibilities in relation to IT controls?</td>
</tr>
<tr>
<td>d. Compliance.</td>
<td>9. What evidence is there of individual role holders exercising their responsibilities?</td>
</tr>
<tr>
<td>3. Identify the roles and responsibilities for IT control in relation</td>
<td>10. Does internal auditing employ sufficient IT audit specialists to address the IT control issues?</td>
</tr>
<tr>
<td>to:</td>
<td></td>
</tr>
<tr>
<td>a. Board of directors.</td>
<td></td>
</tr>
<tr>
<td>i. Audit committee.</td>
<td></td>
</tr>
<tr>
<td>ii. Risk committee.</td>
<td></td>
</tr>
<tr>
<td>iii. Governance committee.</td>
<td></td>
</tr>
<tr>
<td>iv. Finance committee.</td>
<td></td>
</tr>
<tr>
<td>b. Management.</td>
<td></td>
</tr>
<tr>
<td>i. CEO</td>
<td></td>
</tr>
<tr>
<td>ii. CFO and controller</td>
<td></td>
</tr>
<tr>
<td>iii. CIO</td>
<td></td>
</tr>
<tr>
<td>iv. CSO</td>
<td></td>
</tr>
<tr>
<td>v. CISO</td>
<td></td>
</tr>
<tr>
<td>vi. CLC</td>
<td></td>
</tr>
<tr>
<td>vii. CRO</td>
<td></td>
</tr>
<tr>
<td>c. Audit.</td>
<td></td>
</tr>
<tr>
<td>i. Internal Audit.</td>
<td></td>
</tr>
<tr>
<td>ii. External Audit.</td>
<td></td>
</tr>
</tbody>
</table>

CAEs can use this checklist to examine their IT control framework to ensure the organization has addressed all control elements. The checklist can help the CAE understand the issues and plan for full internal audit coverage of the control areas.
<table>
<thead>
<tr>
<th>Action</th>
<th>Questions</th>
</tr>
</thead>
<tbody>
<tr>
<td>4. Identify the risk assessment process. Does it cover:</td>
<td>11. How is the risk appetite and tolerance of the organization determined?</td>
</tr>
<tr>
<td>a. Risk appetite?</td>
<td>12. Is the risk appetite and tolerance of the organization authorized at board level?</td>
</tr>
<tr>
<td>b. Risk tolerances?</td>
<td>13. Is the risk appetite and tolerance clearly understood by all those with a responsibility for IT control?</td>
</tr>
<tr>
<td>c. Risk analysis?</td>
<td>14. Is a formal risk analysis process used by the organization?</td>
</tr>
<tr>
<td>d. Matching risks to IT controls?</td>
<td>15. Is the process understood by all those with responsibility for IT control?</td>
</tr>
<tr>
<td>5. Identify all monitoring processes, including:</td>
<td>16. Is the process used consistently throughout the organization?</td>
</tr>
<tr>
<td>a. Regulatory.</td>
<td>17. What processes exist to monitor compliance with all relevant legislation plus internal policies and standards?</td>
</tr>
<tr>
<td>b. Normal in-house</td>
<td>18. Are there monitoring processes carried out by management outside of internal audit?</td>
</tr>
<tr>
<td>c. Other than internal auditing.</td>
<td>19. What metrics are provided to the board of directors, its committees and management in relation to IT security?</td>
</tr>
<tr>
<td>6. Identify information and communication mechanisms:</td>
<td>20. What additional reports are provided to the board of directors and to management on a regular basis?</td>
</tr>
<tr>
<td>a. Control information.</td>
<td>21. Is management always provided with reports when there are IT control failures?</td>
</tr>
<tr>
<td>b. Control failures.</td>
<td>22. Do the board of directors and its committees receive similar reports of IT control failures?</td>
</tr>
</tbody>
</table>
The following list of information security reference material is taken from a list compiled by the CISWG of the Subcommittee on Technology, Information Policy, Intergovernmental Relations, and the Census; and the Government Reform Committee of the U.S. House of Representatives.

The documents are classified into three sections relating to governance, management, and technical issues.

### 20.1 Governance


### 20.2 Management


**Generally Accepted Information Security Principles (GAISP)**, Information Systems Security Association.

Currently available: **Generally Accepted Systems Security Principles (GASSP)** consisting of Pervasive Principles and Broad Functional Principles. Detailed Principles are under development, [http://www.issa.org/gaisp/gaisp.html].


**OECD Guidelines for the Security of Information Systems and Networks**, nine pervasive principles for information security upon which several other guides are based, OECD, [http://www.oecd.org/document/42/0,2340,en_2649_33703_15582250_1_1_1_1,00.html].


**Trust Services Criteria** (including SysTrust and WebTrust), American Institute of Certified Public Accountants, [http://www.aicpa.org/trustservices].

### 20.3 Technical Issues

**Consensus Benchmarks**, Center for Internet Security, [http://www.cisecurity.org].


ITCG: Information Technology: Control Guidelines, Canadian Institute of Chartered Accountants (CICA), http://www.cica.ca.


20.4 Auditing IT


A listing of technical terms used in the guide with a simple, plain English definition.

Application Control – A control related to the specific functioning of an application system that supports a specific business process. Common applications include accounts payable, inventory management, and general ledger. Integrated applications combine the functions of many business processes into integrated systems sharing common databases.

Assurance – The act of assuring; a declaration tending to inspire full confidence; that which is designed to give confidence.

CAE – Chief audit executive.

CEO – Chief executive officer.

CFO – Chief financial officer (and controller).

CIO – Chief information officer.

CISO – Chief information security officer.

CLC – Chief legal council.

COSO – The Committee of Sponsoring Organizations of the Treadway Commission (the Commission on Fraudulent Financial Reporting) [See http://www.coso.org/]

CRM – Customer resource management.

CSO – Chief Security Officer.

Cyber attack – A criminal act perpetrated by the use of computers and telecommunications capabilities, resulting in violence, destruction and/or disruption of services to create fear by causing confusion and uncertainty within a given population, with the goal of influencing a government or population to conform to a particular political, social, or ideological agenda.

Effective – Getting a job done with or without regard for efficiency. If the law requires you to do something, it probably does not require you to do it efficiently, as evidenced by Sarbanes-Oxley compliance and the frequent complaint that companies are spending huge sums with no apparent value added to the organization or stakeholders.

Efficient – To be efficient, a process or activity must also be effective. Information Technology Process Institute studies show that best-of-breed organizations enjoy considerable efficiencies by maintaining an effective set of control and monitoring practices and resolving the source of the problem rather than only responding to the symptoms.

Framework – A structure for organizing something (e.g., governance issues, controls) to highlight needs at the various levels of an organization, as well as for its activities and processes. A control framework is an outline that identifies the need for controls, but does not depict how they are applied. Each organization and organizational unit provides a level of detail related to its own control objectives and control practices.

General control – A control that applies generally to the IT environment or overall mix of systems, networks, data, people, and processes (also known as IT infrastructure).


Governance – The combination of processes and structures implemented by the board to inform, direct, manage, and monitor the activities of the organization toward the achievement of its objectives.

GTAG – Global Technology Audit Guide.


Information asset – Information assets are based in the value of information to the worth and continued existence of the organization. A distinction is made between information assets and information resources because information resources are generally considered to include the related human resources, and human resources are not considered to be owned by the organization.

Information resource – Includes all elements of the organization involved in information processing (e.g., acquisition, processing, communication, and storage), including the related hardware, software, processes, and personnel.

Information security – The concepts, techniques, technical measures, and administrative measures used to protect information assets from deliberate or inadvertent unauthorized acquisition, damage, disclosure, manipulation, modification, loss, or use.

Information technology (IT) – All the computer hardware and software used to process information and provide communications, the processes for administering and maintaining the technology, and the human resources associated with the use of technology.

**IT controls** – Those controls that provide reasonable assurance of the secure, reliable, and resilient performance of hardware, software, processes, and personnel, as well as the reliability of the organization’s information.

**IT infrastructure** – The overall IT environment, including systems, networks, data, people, and processes. Infrastructures can also include the interaction of businesses and industries in mutual support through shared media and services, such as the Internet, energy, financial services, utilities, government, and transportation. To the extent that infrastructures support national and regional economies, defenses, and business continuity, they are known as critical infrastructures.


**Public Company Accounting Oversight Board (PCAOB)** – A board of the US Securities and Exchange Commission established by the Sarbanes-Oxley Act of 2002 as an oversight body for public financial reporting and auditing.

**Risk appetite** – Defined by COSO as “the degree of risk, on a broad-based level, that a company or other organization is willing to accept in pursuit of its goals. Management considers the organization’s risk appetite first in evaluating strategic alternatives, then in setting objectives aligned with the selected strategy and in developing mechanisms to manage the related risks.”

**Risk management** – The ongoing identification, measurement, and mitigation of risk through the demonstrably cost-efficient implementation and administration of control over the known and knowable risks of threat events that can affect the confidentiality, integrity, or availability of an organization’s information assets adversely.

**Risk Tolerance** – Defined by COSO as “the acceptable level of variation relative to the achievement of objectives. In setting specific risk tolerances, management considers the relative importance of the related objectives and aligns risk tolerances with its risk appetite.”
This IT controls guide is the first in a series of GTAGs which will give CAEs and internal auditors a source of information for educating and informing themselves and others within the organization who have responsibilities related to IT control.

The GTAGs will provide guidance on a variety of IT topics. Each guide will describe the underlying technology facts and issues sufficiently to explain business opportunities, risks and related controls, and their impacts on the overall system of internal controls. Subjects to be addressed in the GTAG series will be determined by current and emerging technology areas and their potential ramifications for internal controls and assurance. Planned topics for guides include intrusion protection, security management, change management, wireless security, identity management, and authentication.

22.1 Parties to the GTAG Program
Each GTAG guide is developed through interaction with technical audit and security experts, audit executives, technology vendors, and the associations and individuals that represent board members, chief executives, financial executives, information technology professionals, and security executives. Involvement from The IIA's international affiliates and partners support the global perspective of the guides. Other professionals representing specialized views such as legal, insurance, regulatory, and standards will be included, as appropriate, within individual GTAG projects.
The IIA is joined in this GTAG project by a specially selected team of professional associations, academic institutions, and practitioners in both auditing and technology. IIA is grateful for the support provided by this team, as the guide would not have been possible without them. For The IIA to provide meaningful guidance to auditors about how to relate to audit customers, it is essential to gain agreement with the key representatives of those customers. To speak to a global audience, the guide needs consensus from a broad group representing many of the countries where internal auditors operate. So we thank both the individuals and the organizations who contributed so much to this guide.

23.1 IT Controls Advisory Council
The Advisory Council is made up of individuals who contributed to the development of this guide from the outset of planning the GTAG project, through design and development of the IT Controls Guide outline and various drafts, to the completion of the final product. These individuals went beyond the role of a volunteer support team to truly act in a leadership role.
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Information Technology Controls

This guide focuses on how IT roles and responsibilities are dispersed throughout the organization, how accurate assessment of IT controls is achieved, and how an organization can promote IT reliability and efficiency.

What is GTAG?
Prepared by The Institute of Internal Auditors, each Global Technology Audit Guide (GTAG) is written in straightforward business language to address a timely issue related to information technology management, control, or security. GTAG is a ready resource series for chief audit executives to use in the education of members of the board and audit committee, management process owners, and others regarding technology-associated risks and recommended practices.